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xi

THIS IS THE THIRD TIME I HAVE REVISED THIS BOOK IN AN EFFORT TO HELP 
librarians, archivists and museum curators deal with disasters, large and small. 
Since 2002, libraries, archives, historical societies, museums, record centers, court-
houses, and all types of businesses and innumerable individuals have dealt with 
disasters. Time after time, we realize that disasters come in all shapes and sizes, from 
Hurricanes Katrina, Rita, and Wilma in 2004–2005 and Hurricane Irene in 2011 to tsu-
namis in Asia in 2006 and 2011, from the earthquakes in Haiti and Chile in 2010 and on 
the east coast of North America in the summer of 2011 to the collapse of the archives 
in Cologne in 2009. In the past ten years, rivers flooded, dams broke, roofs collapsed, 
fires erupted—disasters too numerous to mention here. Still, libraries, archives, his-
torical societies, museums, and other cultural institutions need this basic book on 
disaster response to help respond to and plan for the inevitable crisis that is too large 
for a mop or wet vac.
There is an increased awareness that cultural institutions need a disaster response 

plan that includes physical and virtual collections, services, administration, and cash flow. 
Disaster response plans must include advice for dealing with computers, individuals, 
and their families. The focus of this book continues to emphasize restoration of services 
to our patrons. We must think beyond the standard bricks and mortar of our buildings 
to the people and organizations we serve. We must respond to disasters quickly and 
e«ciently, helping others regain some semblance of their previous lives, reconnect with 
families and jobs, and get back on their feet. That’s too large a task for this book, well 
beyond what cultural institutions do, yet our services are now intertwined with the 
lives of our patrons.
We must respond quickly and e«ciently to restore services. That is the focus of this 

book. To help cultural institutions respond to and recover from disasters, to plan and 
prepare for disruption of services and dislocation from their normal routines.
Large and small, public and private, all types of institutions and businesses need to 

plan for disasters. Disasters come whether or not we are prepared.

Changes since the last edition:

 � The field of disaster response is international. We hear about natural and man-
made disasters as they occur and respond with physical and financial assistance as 
quickly as possible. The news keeps all of us informed almost instantaneously, espe-
cially when disasters strike. Conservators and preservation professionals travel to 

Preface
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xii � PREFACE

disaster sites, providing information and assistance 
aimed at restoring access to collections in cultural 
institutions.

 � Social networking is ubiquitous, so we need to con-
sider the implications for communications and pub-
lic relations. Facebook pages, Twitter feeds, wikis, 
and blogs are everywhere. They seem to spring up 
instantaneously when a disaster occurs. Cell phones 
and digital cameras connect us seamlessly with one 
another and the world around us, bringing voices 
and images of disasters to the institution and to the 
public. We must plan how to limit uno«cial infor-
mation about disasters, because our sta� members 
will disseminate news with or without our permis-
sion and oversight.

 � Grief counseling is now an integral part of any 
disaster response plan, no matter what the type of 
disaster or crisis. Although this topic is beyond the 
scope of this publication, it is necessary to consider 
how and when your institution will provide grief 
counseling. In the immediate aftermath of a disaster, 
institutions must provide counseling to sta� mem-
bers to help them cope with the stress.

 � Mission statements and collection development 
policies are essential guidelines for prioritizing 
the recovery of damaged materials. They are even 
more important now that so many of our resources 
are electronic and digital. The rate of recovery 
and the order of recovery of services and materi-
als, both print and electronic, depends upon the 
patron base and the scope of the disaster, what is 
a�ected, the type of resources, and the needs of 
your organization.

 � Preparedness serves two purposes: prevention of 
the disaster in the first place, and preservation and 
security of collections during and after the disaster.

Each section of this book pertains to all types of cul-
tural institutions, from one-person programs to com-
plex institutions with hierarchical management and 
administration; from one room to multiple buildings 
or campuses; from physical objects to digital or vir-
tual. Use the parts of this book that pertain to the size 
of your institution, and adapt the rest to meet the cri-
sis you face. This publication continues to emphasize 
the recovery of physical objects, while discussing the 
importance of backup and remote sites for data and 
electronic resources.

The events of September 11, 2001, continue to echo 
in my mind. It is a date and event that changed disaster 
response forever. The events of that day reinforced the 
need for each and every business, cultural institution, 
organization, and government agency to plan for disas-
ters. Since then, disaster response and all its related 
fields are more visible and more important to all of us. 
Heightened awareness of security issues, contingency 
plans, disaster response plans, and many other buzz-
words are in the news and professional literature of 
almost every industry. In the wake of those attacks and 
of subsequent terrorist scares and natural and man-
made disasters, the revision of this book is important. 
Even so, the primary focus of this publication is still 
damage to tangible collections in libraries and archives, 
historical societies and museums. In the light of past 
events, library disaster response plans must be inte-
grated into disaster response and emergency plans of 
cultural institutions and communities at large.
Disaster response and emergency plans are integral 

to the survival of universities, museums, cities, coun-
ties, and states. Each crisis reminds us that preparing 
for small disasters is just as important as planning for 
the worst, or the unforeseen. Planning for disaster is 
an attempt to minimize the loss of information to cli-
entele and decrease the loss of access to and closure of 
collections. Without planning, the chances of survival 
of a business, information center, library, archives, or 
museum are next to impossible. Some planning will 
ensure that part or all of the institution will survive to 
rebuild itself in a new and stronger manner.
Disasters, emergencies, and crises can occur in many 

forms, from fire, water, tornado, and loss of power and 
phones to the destruction of buildings and collections. 
Disasters occur when we lose a key employee, discover 
the theft of rare items in our collections, and deal with 
disruptive patrons. The disaster response team responds 
to each disaster taking into account its scope and cir-
cumstances. Preparation is key for a successful recovery.
While this publication addresses only physical disas-

ters, keep in mind that many other events are disas-
trous for your institution, including bomb threats, major 
thefts, and disruptive patrons.
This publication is designed to help libraries and 

archives, historical societies, record centers, and muse-
ums respond to and recover from disasters. The materi-
als and suggestions will assist in the design of disaster 
response plans. Adapt the plans and procedures to your 
institution’s needs.
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PREFACE � xiii 

The plans and procedures in this publication are 
generic for all types of cultural institutions and orga-
nizations. If you place this book on the shelf without 
taking the time to modify its procedures to your insti-
tution’s needs, you did not write a disaster response 
plan for your own organization. In the worst-case sce-
nario, there are sections designed to be used as situa-
tions warrant. Moreover, designing and completing any 
plan do not guarantee that your institution will survive 
a disaster. It is merely one step in considering all the 
risks and preventing them. Planning for disasters will 

accomplish two things: increase the chances for you 
and your library to survive a disaster and decrease the 
impact afterward.
Store copies of the disaster response plan and com-

puter backup data o�-site at home, in record storage 
centers, or in banks. Place digital copies on remote 
servers and in digital repositories. Keep at least one 
hard copy of the plan in each department and building. 
Update the plan whenever there are changes in person-
nel, hardware and software, or in the physical layout of 
the institution.

www.alastore.ala.org



xv

Arrangement and Purpose

THIS PUBLICATION IS DIVIDED INTO FIVE SECTIONS, TWO APPENDICES, AND A BIB-
liography. There is one section for each of the four phases of disaster response plan-
ning. The fifth section contains procedures for stabilization and basic treatment of 
some collections once the recovery process is in full swing. The first appendix con-
tains checklists and forms to organize and coordinate various activities during the 
response and planning phases. The second appendix lists di�erent organizations, com-
panies, and suppliers of disaster response services, consultation, and assistance. A cur-
rent selective bibliography is appended to this work for consultation and for in-depth 
information about some of the more complex issues.
This work provides practical, down-to-earth information and advice for dealing with 

disasters and planning for their eventual occurrence. There are quite a number of books 
in the field of disaster response and preparedness that cover theories of planning and 
recovering print and nonprint materials. Some ideas from those books are included, but 
the theory contained within is minimal and will mainly be found in the fifth section of 
this book.
As the focus is practicality, this publication begins with the most important aspect of 

a disaster response plan, “Response.” This section comes first, just in case a reader needs 
to implement a response before there is an opportunity to put an actual plan together. 
This first section contains information on small jobs and how to handle them in-house 
with the institution’s own sta� and suggestions for hiring out the labor and supervising 
sta�. The goal is to get back to normal as soon as possible.
Computers play an integrated part in libraries, archives, and information centers. 

Catalogs, circulation systems, collections, and finding aids are located and preserved on 
these computers. So we must create disaster response plans for recovery of lost data 
and resumption of services. Plans that revolve around computers are usually called 
“contingency plans” and focus on restoring the programs and data carefully backed up 
every hour, day, or week. The specifics of planning for recovery of computer systems 
go beyond the scope of this publication. But I would be remiss to ignore the comput-
ers, so basic information and references about where the computer disaster response 
plan should be added or inserted will be included throughout. Some publications on the 
subject will be found in the bibliography.
The second section is “Recovering Collections and Restoring Operations,” which dis-

cusses the resumption of services and operations. It includes guidelines for what to do 
when the institution is no longer in disaster mode, including evaluating the e�ectiveness 
of the plan and modifying it as needed with additional sta� training in the weak spots.
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xvi � ARRANGEMENT AND PURPOSE

For the sake of simplicity, this book deals with re--
sponse and recovery separately. However, as Camila 
Alire points out in the Library Disaster Planning and 
Recovery Handbook, “the reality is that both activities 
[disaster response and recovery] can be operating at the 
same time.”  1

“Prevention,” the third section, is closely tied in with 
the fourth section, “Planning.” Prevention can stand 
alone and be accomplished without a formal disaster 
response plan.
“Planning,” the fourth section, lists all responsibili-

ties suggested for the team members; prioritizes the 
order of recovering damaged collections; and provides 
suggestions for sta� training. This section is rounded 
out with information on how to plan for loss of com-
puter services.
The fifth section, “Response and Recovery Proced-

ures,” includes information on handling, packing, drying, 
and cleaning print and nonprint, paper and nonpaper 
materials. There is information about dealing with mold 
and what e�ects ozone has on collections. Some of this 
section is taken from information collected by the author 
and distributed at seminars for libraries, archives, his-
torical societies, and disaster response companies.
There are two appendices. The first, “Checklists and 

Forms,” contains checklists and forms for use during all 
the phases of disaster response planning. They are fairly 
generic and so should be adapted for use at your institu-
tion. The second appendix, “Associations, Organizations, 

and Companies,” contains a selected list of organizations, 
companies, and suppliers who can and will assist dur-
ing disaster response, recovery, and planning. Not every 
organization or company is listed, mostly the large or 
national ones. Add your local contacts to make this plan 
your own.
The bibliography is divided into three parts. The 

first is a basic bibliography of books and articles that 
contain the basics of planning and response. The sec-
ond part lists publications by topic and is designed to 
assist with specialized planning and recovery needs. The 
third part is a general bibliography containing additional 
readings that cross topic lines. The books, articles, and 
journals included in the bibliography are only some 
that are available in this flourishing field. Some cita-
tions refer to other bibliographies. Use the citations to 
educate the disaster response team and sta� members 
of your institution.
While your plan is in draft form and when it is 

completed, place basic response procedures with phone 
numbers in the front of your disaster response manual 
for easy reference and contact. Post the daytime num-
bers for the disaster response team at phones for a swift 
response.

NOTE

1.  Camila Alire, Library Disaster Planning and Recovery Hand-
book (New York: Neal-Schuman, 2000), 12.
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1

Introduction

Disasters happen. You plan for them, work to prevent them, or turn a blind 
eye and hope one will never occur. Sooner or later, you must deal with one. 
Disasters come in all sizes. Sometimes disasters a�ect a small part of your 

building, sometimes the entire building, and in the most extreme and tragic times the 
entire area. Since you do not know when or how extensive the disaster will be, you can 
only be prepared.
If this is the case, then why write about disasters at all? Well, in the twenty-odd 

years I have been dealing with disasters, I know they will come, that we are never truly 
prepared, and that we will respond, recover, and go on to rebuild even better cultural 
institutions. To respond quickly and e«ciently, you must plan and prepare for whatever 
comes your way. Plan for the small disaster and the rest will begin to fall into place.
So where do you start? This book provides guidelines for responding to disasters 

and recovering operations, materials, and resources, including sta� and income. From 
there you start the process all over again, by planning and preventing the next disaster. 
Notice I started the process with response and not planning. The sad but true fact is that 
most institutions, most businesses, most people never plan for disasters. They respond to 
disasters and, in doing so, recover all they can, pick up the pieces, and plan for the next 
one. The logical place to begin is with response and a determined, coordinated e�ort to 
restore access to collections and resources, physical and digital.
When disaster strikes, your first reaction must be response. It is very important to 

follow your plan and carry out the steps and policies you created. So if you have a plan, 
activate it. If you don’t have a plan, all is not lost.
Respond using your knowledge of the institution and its needs, mission, and collec-

tion development policies. Respond with a sense of priorities based upon those needs and 
your patron base. Respond with the goal of recovering access to services and resources 
as quickly and painlessly as possible. Respond, don’t ignore the disaster, and don’t expect 
others to do it for you.
Common sense tells us to evacuate a building in the case of fire, smoke, and some-

times severe weather. For tornados, find the tornado shelter in the building. Now is not 
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2 � INTRODUCTION

the time for heroics. Pull a fire alarm, call 911, and evacu-
ate the building. Response is part of making certain all 
the people are safe.
Disasters come in various sizes and levels of serious-

ness. They strike departments, buildings, institutions, 
communities, and regions. Fire, flood, and broken water 
pipes are just as serious and stressful as hurricanes, tor-
nados, earthquakes, and blizzards. They wreak havoc 
on our institutions, our routines, and our lives. Bomb 
threats, hazardous waste contamination, and epidemics 
may be beyond our control but we can plan for them. 
Power and phone outages, loss of Internet, wireless, and 
e-mail access can cripple an institution and reference 
services if we don’t plan for them. That’s what disaster 
response is all about. Consider the various crises that 
can strike, large and small. Plan your response. Follow 
your plans. Ask for help. When it is all over, revise your 
plans so you are ready when the next disaster occurs.
This book provides guidance, suggestions, plans, and 

checklists for responding to and recovering from disas-
ters. Planning is the key, planning for your response is 
the best insurance for surviving each disaster whenever 
it happens.
For the readers who don’t have time to design a plan 

or read this book, this introduction provides guidance 
for responding to disasters.

Why Write a Disaster  
Response Plan?
Disaster response and prevention policies are essen-
tial for the continuation of libraries, archives, histori-
cal societies, and museums. Our patrons expect that 
we are open for business at all hours and accessible 
when they want information. With the proliferation of 
computers and our dependence upon data and online 
services, downtime and lack of accessibility are detri-
mental to quality service and our reputation. So what 
is to be done? First, thinking about disasters, or “the 
worst,” is the best first line of defense and prevention. 
If nothing ever went wrong, then disaster plans would 
be a waste of time. Sadly, this is not the case. Every 
day we read about floods, mold infections, and fires 
that cause irreparable harm to library and archival 
collections. Even a slowdown of service or power out-
age has untold repercussions in quality of service and 
the ability to provide information in a timely manner.

In the aftermath of the destruction of the World 
Trade Center on September 11, 2001, financial institu-
tions immediately activated the contingency plans for 
their computer systems. Through careful planning and 
testing, mandated by the federal government, they were 
able to restore operations quickly. Those businesses that 
did not have plans or data backed up in remote loca-
tions struggled to get their operations up and running. 
In some cases, all documents and data were lost forever.
After Hurricane Katrina, libraries and archives, uni-

versities and businesses scrambled to provide safe work 
space for sta� and recover collections as quickly as pos-
sible. Restoration of service, access to e-mail and the 
Internet were key to providing benefits to the displaced 
and a communication lifeline to residents of Louisiana 
and Mississippi.
After the earthquakes in Haiti and Chile, cultural 

institutions provided information and e-mail access to 
individuals who lost homes and businesses, and helped 
reunite families. We don’t always think about the roles 
libraries and archives play during a disaster. Libraries 
are safe havens from the chaotic storm of displaced 
lives. They are the information hub of our information-
hungry society. If we don’t plan for response to disasters 
and quick restoration of services, libraries and archives 
are not available for our patrons to use to resume their 
lives and contact with the outside world.
While dealing with the enormity of the human trag-

edy, disaster response teams plan to recover e�ectively 
and e«ciently from the worst and to provide access to 
our resources as quickly as possible. While we cannot 
necessarily plan for every contingency, we can plan how 
we will restore services as quickly as possible. After each 
disaster, the library and archives community is reminded 
of the importance of foresight and planning for the loss 
of collections and data, services and information.

What Is a Disaster  
Response Plan and Why  
Is It Important?
Disaster response is the procedures and processes 
whereby a team of trained individuals responds to a 
disaster and determines how to best recover the dam-
aged materials so that “business as usual” can resume 
as quickly as possible. It is best if the response and 
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INTRODUCTION � 3

recovery procedures are worked out ahead of time. 
This will enable the disaster response team to imple-
ment response and recovery procedures as quickly as 
possible based upon well-thought-out priorities and 
techniques.
During the disaster response phase of the operation, 

volunteers, outside consultants, and contractors are 
often called in to assist with the recovery of damaged 
materials. It is important to consider the role of outside 
or volunteer assistance, where their services can best 
be used, how they can relieve physical and emotional 
stress from full-time sta�, and how their services can be 
used to perform many of the labor-intensive procedures. 
A well-thought-out disaster response plan will decrease 
the amount of time it takes to implement disaster recov-
ery procedures and should decrease the loss of materials 
and contents and increase the recovery rate.
In the planning phase, select the disaster response 

team. Team members are responsible for directing the 
activities during the response and recovery phases. The 
disaster response team allocates responsibilities and 
assists with recovery prioritization decisions. The team 
should be involved with training for themselves and any 
sta� and volunteers who will work on recovering the 
collections and facility from the disaster.
Preparation, or preparedness, is the phase during 

which the disaster response team surveys the building 
and its collections for potential hazards and the iden-
tification of previous water leaks, and so on. During 
this phase, the team creates simple floor plans showing 
where collections are located and what is in various 
rooms. Identify the location of fire alarms, fire escapes 
and emergency doors, and fire extinguishers and mark 
floor plans accordingly. Disaster response planning and 
prevention, or preparedness, are performed when all 
is sane and quiet, and decisions are made in a rational, 
carefully considered manner.
On the flip side of the process, disaster response and 

recovery plans are activated when all is chaos, amidst 
conflicting demands to restore services, collections, and 
access to the building. There is often a tension between 
the disaster response team and the director, adminis-
trators, and patrons. The response phase concentrates 
upon doing just that, responding to the news that a 
“disaster” has occurred, assembling the appropriate 
sta�, outside assistance, and supplies, while recover-
ing the collection and the facility. The recovery phase 
concentrates on restoring the collection to a usable 

form and resuming services in a timely, e«cient, and 
cost-e�ective manner.
Taken as a whole, a disaster response plan is essen-

tial to the continuation of the institution, retention of 
patrons, and fast and e«cient resumption of services to 
patrons and sta�.

Response
At the worst possible moment, the phone rings or 
your e-mail pings with news of a disaster in your 
institution. You are heading out the door to an impor-
tant meeting, vacation, or just for the weekend. Your 
adrenaline surges as you call the disaster response 
team and race to the scene. Take a deep breath as you 
respond to the situation based upon the careful plan-
ning and heated discussions of the past months and 
years. All the planning and preparation finally pays 
o�. It is time to put your plan into action.
There are three basic stages of response:

 1. Respond to the disaster by assembling your team

 2. Assess the scope of the damage

 3. Begin recovery of services and collections

Initial Response to the Disaster

First assemble your disaster response team. During 
the planning phase, you selected two or three possi-
ble places to meet, one near the building if the library 
or building is damaged, in a quiet location out of the 
weather somewhere nearby. In the case of a small, 
iso lated disaster in the building, meet in a conference 
room. Assemble your team at the appropriate location. 
If you do not have a plan or a predetermined location,  
select a place where you can talk and synchronize re--
sponse activities.
If you do not have a team, gather together depart-

ment heads, administrators, and sta� with preservation 
and/or disaster response experience. Include someone 
from the IT (information technology) department. From 
this group, select a team leader other than the director. 
The director has a separate set of responsibilities during 
a disaster, as does the head of IT or computer services.
The team leader should have enough authority to 

supervise sta� and assign tasks without asking permission 
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from someone else. In some institutions, the team leader 
is the head of facilities and maintenance, in other cases, 
the deputy director responsible for buildings and prop-
erties, in others, the head of preservation, archives, or 
special collections. For every institution, there is a logi-
cal person to be in charge. The only time the head of the 
disaster response team should be the director is if the 
library has only one sta� member. If the disaster a�ects 
the entire institution or community, select a disaster 
response team member as liaison with the institutional 
or community emergency management team.
Once you have a disaster response team leader and 

team, then the director and the team leader should brief 
the team as to the scope of the disaster: what was dam-
aged and what was a�ected. Was there a fire? A broken 
water pipe? Is there a power outage and are the phones 
and Internet a�ected? When can the team get access to 
the building(s)?
If the power is out, how long until the utility com-

pany can repair the damage and restore service? In the 
meantime, can your sta� provide services such as refer-
ence and circulation without power? If so, implement 
manual circulation and reference procedures. If there 
are battery-operated computers with circulation capa-
bility, then use them.
Activate the IT disaster response plan to provide 

access to electronic services from a remote location or 
o�-site. Move all public services operations to a remote 
location where some portable computers can provide 
access to electronic resources and circulation systems.
In these days of wireless access, instant communica-

tion, and remote accessibility to electronic collections, 
there is no excuse for loss of services to your patrons. 
Assign sta� to provide reference from alternative loca-
tions while you restore services at your primary location.
If there was water or fire damage, consider closing 

the building until the scope of the damage to the collec-
tion can be ascertained.
If the structure of the building is damaged, from 

fire, flood, hurricane, tornado, or earthquake, a struc-
tural engineer should check the physical integrity of the 
building, ensuring it is safe to enter and work within. 
If not, then contact a firm that can remove the collec-
tions from the building and store them in a safe, secure, 
remote location. Discuss appropriate handling and pack-
ing procedures for this pack-out operation so materials 
do not sustain additional damage.

Disaster Response Planning  
in a Nutshell
Consider the types of disasters most likely to happen 
or the crises that occur on a regular basis and plan for 
these, while keeping in mind disasters might destroy 
the entire building or collection.
When planning for disasters, consider what services 

would be most a�ected by loss of access to the building 
and its collections. Is it access to the specialized collec-
tions, microfilm, digital resources, and documents, or 
the loss of payroll and financial information that keeps 
the institution funded? What other services will be dis-
rupted? Other issues to consider and record:

 � Who has the authority to order and pay for supplies 
and services that are needed?

 � Who can make such decisions as calling the insur-
ance company in to assess the loss and asking the 
disaster response firm and consultants to determine 
the scope of loss and the amount of work needed to 
“restore” the collection?

 � Who has the authority to designate sta� to “other 
duties as assigned,” hire temporary sta�, or rent 
space and equipment to work? How does having a 
union at your institution change work procedures?

 � Who is in charge of discussing the situation with the 
board of trustees or the director of the institution?

 � Who will be the media spokesperson for the institu-
tion if there is no public information o«cer?

 � Who is responsible for declaring a disaster for the 
computer systems? Where will they set up tempo-
rary operation? What firm or individual stores the 
backup tapes? How quickly can the online system 
get back up and running?

These are just some of the many issues to be con-
sidered when designing the response portion of a plan. 
If you have ever been involved in a disaster, then you 
are aware that making decisions on the fly is not best 
for the library’s collection or its personnel. Everyone 
is working under a high adrenaline level and may find 
it di«cult to make educated, rational assessments of 
the situation and the condition of the remaining collec-
tions. Important materials could be damaged by being 
overlooked or discarded accidentally. Recovery decisions 
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need to be prioritized ahead of time, during the planning 
process. Disaster response planning takes time but is 
well worth the e�ort.

What If the Disaster Happens 
before You Have a Plan?
If you don’t have a plan and a disaster occurs, take the 
following seven steps.

1. Gather together key sta� in a quiet place, either in 
the building or near it.

2. Assess the scope of the damage and potential dis-
ruption of primary services and functions. Review 
a�ected collections for importance within the library’s 
mission and in terms of the magnitude of damage 
from water or fire.

 3. Contact colleagues outside of the institution for 
assistance and recommendations for consultants 
and disaster response/drying companies.

 4. Assign sta� to recovery responsibilities:

 � Performing physical work

 � Acting as liaison with the administration and 
performing administrative work

 � Communicating with both internal and external 
organizations (with media and others outside of 
the institution)

 � Contacting your insurance agent (Ask about di -
s as ter response assistance and available funds.)

 � Working with disaster response companies and 
consultants

 � Locating alternative work areas and supplies

 5. Meet again with key sta� to coordinate the recovery 
operation.

 6. Begin the recovery operation, starting with primary 
priorities and services.

 7. Start phasing in the return of primary services and 
functions.
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A
administrator (DRT), 46
AIC-CERT program, 69
air drying wet materials
about, 10, 13, 16–18, 76–77
checklists and forms, 118
usage considerations, 73–77

air quality
ozone and, 90–91
problems with, 32–34
resources, 139, 145–146

Alire, Camila, xvi
American Institute for Conservation, 69
Americans with Disabilities Act, 30
assessing scope of damage. See damage 

assessment (response phase)
associations, organizations, and companies
computer and electronic resources, 138
contingency planning, 140
disaster recovery companies, 140
disaster response assistance and 
referrals, 135–137

film-based materials, 137–138
magnetic tape, 138
mold and air quality issues, 139
phonograph records, 138–139
suppliers for disaster response and 
prevention, 141–142

B
Backup Routines Checklist, 132
backup routines for computer data
about, 36–37
checklists and forms, 125, 132–133

Battery Backup or UPS Checklist, 129
blizzards and ice storms (response 

procedures), 8
bomb threats (response procedures), 8, 13
Books and Bound Materials Recovery 

Decision Checklist, 114
budgeting for maintenance, 27–28

Building Survey Checklist, 122
building surveys
annual walk-through, 26
checklists and forms, 100–102, 122, 124
of exterior, 32
identifying vulnerable collections, 
37–40

of interior, 29–32
remote storage facilities, 35–36

business interruption insurance, 23, 37, 62

C
Care and Identification of 19th-Century 

Photographic Prints (Reilly), 81
cash flow, restoring, 23
CDs (compact discs)
checklists and forms, 111–112
handling and drying methods, 84–86
ozone and, 91
recovery decisions and priorities, 16
replacement costs, 63
resources, 144–145

Checklist for Determining Drying Method, 
118

Checklist for When Materials Are Returned 
from the Contractor, 121

checklists and forms. See specific checklists 
and forms

chief financial o«cer (DRT), 45
clay-coated paper
checklists and forms, 111, 113
handling and drying methods, 17,  
74–75

Clay-Coated Paper Recovery Decision 
Checklist, 113

Cleaning Books Checklist, 120
collections. See services and collections
communicating
with customers, 65
with general public, 65
with media, 14–15, 63–65

after recovery, 65–66
with sta�, 64–65
with suppliers, 65

communications o«cer (DRT), 45
communications plans
checklists and forms, 108
developing, 63–66
evaluating and revising, 25
for large-scale disasters, 13–14
for small-scale disasters, 13

companies. See associations, organizations, 
and companies

computer and electronic resources
assessing damage to, 9
backup routines for, 36–37
basic response procedures, 72
checklists and forms, 104, 111–112, 116–
117, 125–133

identifying vulnerabilities, 37
insurance considerations, 62
large-scale disasters, 13–14
planning for damage, 51–53, 56–59
recovering, 10, 12, 16–18, 22–23
replacement costs, 63
resources, 138, 144–145
selecting drying method, 75

Computer Backup Information Checklist, 
133

Computer Backup Tape and Data Storage 
Facilities Checklist, 125

Computer Equipment Recovery Decision 
Checklist, 117

Computers and Data—Hardware Checklist, 
127

conservation centers
assisting with recovery process, 10, 16
identifying ahead of time, 38
shipping to, 74

construction and renovation projects
as causes of disasters, 12–13
computer considerations during, 18

Index
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construction and renovation projects (cont.)
disaster response plans and, 26
preventative measures for, 38–40

contact information and lists, 44, 96–98
contingency funds, 62–63
contingency plans. See disaster response 

plans
contractors and consultants
checklists and forms, 121
disaster response teams and, 46
hiring considerations, 15–16
planning for, 27, 66–67
for recovery assistance, 10–11

CoOL (Conservation OnLine), 70n6
Current Suggested Temperature and 

Relative Humidity for Cultural 
Institutions, 119

D
damage assessment (response phase)
about, 3, 9–10
checklists and forms, 100–104
documenting damage, 11–12, 24
outside assistance, 10–11

dehumidification of wet materials, 17, 76–77
deputy director (DRT), 45
desiccant dehumidification, 76
designated spokesperson, 14–15
Disaster Recovery Journal, 70n7
Disaster Recovery: Salvaging Photograph 

Collections (Norris), 81
disaster response/drying companies
checklists and forms, 121
disaster response teams and, 46–47
planning for use of, 66–67
rescue and recovery procedures and, 5, 
10–11, 15

resources, 140
disaster response plans
checklists and forms, 95
elements of, 42–43
evaluating, 24–25
following up, 26–27
importance of, 2–3
issues to consider, 4–5
planning phase (see planning phase 
[disaster response])

prevention phase (see prevention phase 
[disaster response])

reasons for writing, 2
recommendations, 92
recovery phase (see recovery phase 
[disaster response])

resources, 135–137
response phase (see response phase 
[disaster response])

revising, 25–26
training on, 26

disaster response team (DRT)
about, 9, 43–44
checklists and forms, 44, 96, 99, 105
roles and responsibilities, 44–48
training for, 67–70

Disaster Response Team Contact 
Information form, 44, 96

documenting damage, 11–12, 24
documents and files
checklists and forms, 112, 114, 118–119
handling and drying methods, 77–78

DRT. See disaster response team
dry pipe systems, 33
drying methods for wet materials
air drying, 10, 13, 16–18
average costs, 63
books and paper files, 77–78
checklists and forms, 118, 120
documents and files, 77
film-based materials, 75–77, 80–83
freeze-drying, 10, 13, 17–18
large-format materials, 78–80
magnetic tape, 75, 83–84
mold considerations, 87–89
phonograph records, 86
selecting, 73–77
textiles, 80
thermal drying, 17
works of art, 86–87

E
electronic resources. See computer and 

electronic resources
Elements of a Disaster Response Plan 

checklist, 95
Emergency Contact List—Services form, 

97–98
emergency exits and lighting, 30
emotional issues, 18–20, 27–28
Environmental Conditions for Air Drying 

Books and Paper Files Checklist, 118
Environmental Protection Agency, 34
exit signs, 30

F
facilities and facilities maintenance
annual walk-through, 26
basic response procedures, 72
building surveys of exterior, 32
building surveys of interior, 29–32
checklists and forms, 100–102, 122, 124
cleaning routines, 32
damage assessment, 11
disaster response teams and, 46
identifying vulnerable collections, 37–40
increasing problems with, 27–28
insurance considerations, 60–61
large-scale disasters, 13–14

load-bearing standards, 20n2
mold considerations, 89
outside assistance for cleanup, 10–11
recovery considerations, 12
remote storage facilities, 34–36
revising disaster response plans, 26
stabilizing environment, 24
temporary relocation considerations, 
13–14

training considerations, 67–70
film-based materials
checklists and forms, 111–112, 115
handling and drying methods, 75–77, 
80–83

identifying vulnerable collections, 37
mold considerations, 87–88
ozone and, 91
recovery decisions, 16–18
replacement costs, 63
resources, 137–138, 144
valuable papers rider and, 61

fire and safety hazards
checklists and forms, 123
identifying vulnerable collections, 37–38
routine inspections for, 32–33

Fire Extinguisher Information List, 123
fire extinguishers, 32–33, 68–69, 123
fires (response procedures)
computer equipment damage, 18
immediate response procedures, 7, 9, 71
large-scale disasters, 13

forms and checklists. See specific forms 
and checklists

Fortson, Judith, 20n5
freeze-drying wet materials
about, 10, 13, 17–18, 76
average costs, 63
usage considerations, 73–77

fund-raising after disasters, 27, 65

G
Google Docs, 70n2
Grandfather rotation (backups), 37
grief counseling, xii, 18–19

H
Halon 1301, 33
hazardous materials
film-based materials, 81
fire extinguishers for, 32–33
identifying in vulnerable collections,  
38

routine inspection of, 30–31

I
ice storms and blizzards (response 

procedures), 8
information technology librarian (DRT), 46
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initial response to disasters (response 
phase), 3–4, 8–9

Institute of Museum and Library Sciences, 
69

insurance companies and policies
business interruption rider, 23, 37, 62
computer rider, 62
determining replacement criteria, 12
disaster response teams and, 47–48
documenting damage for, 11–12, 24
insurance terminology, 62
outside assistance and, 15
planning considerations, 59–62
short-term insurance, 62
valuable papers rider, 61

L
labor union issues, 26
LANs and Servers Checklist, 128
large-format materials, 78–80
large-scale or wide-area disasters
emotional issues, 19
prioritizing recovery, 53–56
responding to, 13–14

library director (DRT), 45
Library Disaster Mutual Support 

Agreement, 54
Library Disaster Planning and Recovery 

Handbook (Alire), xvi
lighting, emergency, 30

M
magnetic tape
checklists and forms, 111–112
handling and drying methods, 75, 
83–84

identifying vulnerabilities, 37, 83–84
mold considerations, 88
planning for damage, 51
recovery decisions, 16–18
resources, 138, 144–145

marketing and public relations, 27,  
63–64

Material Safety Data Sheets (MSDS),  
30–31

media communications, 14–15, 63–65
Metropolitan Library (Oklahoma City), 25
microfilm. See film-based materials
Microforms Recovery Decision Checklist, 

115
Micromist sprinkler systems, 33
mission statements, xii
mold outbreaks
freeze-drying and, 17
health issues from, 27
preventing and controlling, 34
resources, 139, 145–146
sick building syndrome and, 33–34

stabilizing environment and, 24
treating, 12–13, 87–89

N
natural disasters (response procedures), 8, 

53–56
Norris, Debra Hess, 81

O
Occupational Safety and Health 

Administration, 34, 90–91
OPAC (online public access catalog)
assessing damage to, 9
prioritizing recovery, 52, 56–57

organizations. See associations, 
organizations, and companies

outside assistance. See contractors and 
consultants

ozone, 90–91, 146

P
packing damaged materials, 72–73
Paper Records Recovery Decision Checklist, 

112
pest control, 32, 91–92
Phase I Activate Plan—Gather Disaster 

Response Team form, 99
Phase II Assessment Phase forms
Collections, 103
Computers, 104
Contents and Furniture, 102
External Structural Damage, 100
Internal Structural Damage, 101

Phase III Rescue and Recovery Phase forms
Assignment of Disaster Response Team 
Responsibilities, 105

Communications, 108
contractors and contact information, 
105

Reallocation of Sta� outside of Building, 
106

Reallocation of Sta� within Building, 
106

Returning to Normal, 107
phonograph records
handling and drying methods, 86
identifying vulnerabilities, 37
resources, 138–139, 145

photographs. See film-based materials
planning phase (disaster response)
about, 3–5, 41–43
checklists and forms, 95, 110–112, 119
for computer equipment, 51–53, 56–59
contacting consultants, 66–67
contacting disaster response companies, 
66–67

contingency funds, 62–63
contractors and consultants, 27

disaster response teams, 9, 43–48
insurance considerations, 59–62
investigating procedures and policies, 8
for phone and Internet access, 66
prioritizing for recovery, 48–53
questions to ask, 8
remote storage facilities, 36
replacement costs, 63
training considerations, 67–70

policies and procedures. See planning 
phase (disaster response)

power outages (response procedures), 
71–72

preparedness phase. See prevention phase 
(disaster response)

press releases, 63–64
prevention phase (disaster response)
about, 3, 42
backup routines for computer data, 
36–37

building survey of exterior, 32
building survey of interior, 29–32
checklists and forms, 95
construction and renovation projects, 
38–40

fire and safety hazards, 32–33
identifying conservation centers, 38
identifying vulnerable collections, 37–40
indoor air quality, 33–34
questions to ask, 8
remote storage facilities, 34–36
resources, 141–142
sick building syndrome, 33–34

Printers Checklist, 128
Prioritization for Recovery Checklist, 9, 11, 

109
prioritizing recovery
checklists and forms, 9, 11, 109, 111–112, 
114–117

clay-coated paper, 17
computer and electronic resources, 
51–53, 56–59

after damage assessment, 11–12
decision categories, 50–51
evaluating and revising plans, 25
during planning phase, 9, 48–53
recovery decisions and priorities, 16–18
during recovery phase, 21–22, 24

public information o«cer (DRT), 45
public relations and marketing, 27, 63–64

R
Recovery Decisions and Priorities Checklist, 

111–112
recovery phase (disaster response)
about, 42
checklists and forms, 95, 105–108, 
110–122
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recovery phase (disaster response) (cont.)
for computer equipment, 10, 12, 16–18, 
22–23

contracting with outside agencies, 
10–11, 67

decisions and priorities, 16–18, 21–22
emotional issues, 18–20, 27–28
marketing and public relations, 27
rescuing and recovering collections, 3, 
10, 23–24

restoring cash flow, 23
resuming services, 22–23
revising disaster recovery plans, 24–26
stabilizing environment, 24
See also prioritizing recovery

refrigerant dehumidification, 76
Regional Alliance for Preservation, 20n3, 4
Reilly, James M., 81
relocating services and collections, 13–14
remote storage facilities, 34–36, 124
Remote Storage Facilities Checklist, 124
renovation and construction projects. 

See construction and renovation 
projects

replacement costs, 63
response and recovery procedures
basic, 5, 7–9, 71–72
books and paper files, 77–78
CDs, 84–86
documents and files, 77
film-based materials, 80–83
large-format materials, 78–80
magnetic tape, 83–84
mold considerations, 87–89
ozone considerations, 90–91
packing procedures, 72–73
pest control, 91–92
phonograph records, 86
selecting drying methods, 73–77
textile materials, 80
works of art, 86–87

response phase (disaster response)
about, 3, 42
checklists and forms, 95, 99
damage assessment (see damage 
assessment [response phase])

dealing with the media, 14–15
decisions and priorities, 16–18
emotional issues, 18–20
hiring outside assistance, 10–11, 15–16
immediate response procedures, 5, 7–9
initial response during, 3–4, 8–9
for large-scale disasters, 13–14
recovery of services and collections, 
3, 10

resources, 141–144
for small-scale disasters, 12–13

risk managers (DRT), 47

S
safety hazards, 32–33
security considerations
during construction and renovation 
projects, 39

disaster response teams and, 46
routine inspection of, 32

services and collections
assessing damage for, 11
checklists and forms, 103, 111–112, 114, 
118–120

clay-coated paper, 17
collection development guidelines, xii
handling and drying methods, 77–91
identifying vulnerable collections, 
37–40

insurance considerations, 61
mold considerations, 87–89
prioritizing for recovery, 49, 52–53
replacement costs, 63
rescue and recovery of, 3, 10, 23–24
resuming services, 22–23
small-scale disasters, 13
weeding collections, 9, 49, 67

short-term insurance, 62
sick building syndrome, 33–34
small-scale disasters
prioritizing recovery, 53–56
responding to, 12–13

smoke and heat detectors, 33
social networking, xii
Software and Data Recovery Decision 

Checklist, 116
Software checklists
Commercial Software, 129
Customized and Proprietary Software, 
130

Software Documentation, 131
sprinkler systems, 33
stairwells in buildings, 30, 32

T
team leader (DRT), 45
telecommunications
planning considerations, 126
response procedures, 72

Telecommunications and Phone-Dependent 
Services Checklist, 126

textile collections, 38, 78, 80
thermal drying, 17, 76
training

on disaster response, 26, 67–70
on handling wet materials, 11

V
valuable papers rider (insurance), 61
Vital and Permanent Records Checklist, 110

W
Walsh, Betty, 20n5
water alarms, 30
water damage (response procedures)
computer equipment and, 18
film-based materials, 82
identifying vulnerable collections, 37–38
immediate response procedures, 7–9, 71
large-scale disasters, 13
mold outbreaks and, 34
recovery decisions and priorities, 16–18
remote storage facilities and, 35
rescuing and recovering collections, 10
resources, 137
routine inspections for, 30, 32
small-scale disasters, 12–13
stabilizing environment after, 24
training in handling wet materials, 11

Water Mist sprinkler systems, 33
websites
assessing damage to, 9
prioritizing recovery, 52

weeding collections, 9, 49, 67
wet materials
air drying, 10, 13, 16–18, 73–77
books and paper files, 77–78
checklists and forms, 118, 120
dehumidification of, 17, 76–77
documents and files, 77
drying room for, 77
film-based materials, 75–77, 80–83
freeze-drying, 10, 13, 17–18, 63, 73–77
large-format materials, 78–80
magnetic tape, 75, 83–84
mold considerations, 87–89
packing procedures, 72–73
phonograph records, 86
selecting drying methods, 73–77
stabilizing, 20n1
textiles, 80
training on handling, 11
works of art, 86–87
See also disaster response/drying 
companies

wet pipe systems, 33
wide-area disasters. See large-scale or 

wide-area disasters
works of art, 86–87
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