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Risk Assessment and Continuity of Operations Plans

Conclusion

Conducting a risk assessment of a facility, determining the abilities of staff 
members, and implementing mitigation efforts will help minimize damage 
or destruction from a disaster. This risk assessment should not be done in a 
vacuum but by an internal team with the input of local and regional experts. 
If the facility is part of a larger system, the team will also include input from 
close institutional colleagues. The risk assessment, like the disaster or COOP 
plan, must be updated regularly to ensure its validity. 

Following the risk assessment process, library managers should next 
determine core services offered to clients. These core services can take place 
in house or be incorporated into remote services that can address needs if 
the actual facility is closed for any period of time. In times of crisis, core 
services may need to be enhanced or modified to fill gaps or provide new 
options for people displaced by the event. The provision of both core and 
unique services is the focus of chapter 2.

References

Breighner, Mary, and William Payton. 2005. Risk and Insurance 
Management Manual for Libraries. Chicago: American Library 
Association.

“Narratives from the Storm.” 2008. Texas Library Journal 84, no. 4: 
162–165.

53319_CH01_p001-016.indd   15 6/20/14   10:33 AM



53319_CH01_p001-016.indd   16 6/20/14   10:33 AM





18

Chapter 2

The emphasis of this book is on the preparedness and response elements 
of the emergency management cycle. The book addresses mitigation activi-
ties when discussing the preparedness and response aspects but leaves cover-
age of recovery planning to other works on the subject. This chapter identi-
fies different types of threats and then groups them by the type of anticipated 
warning in order to assist in writing and executing a specific plan. Included 
are sample drills and tabletop exercises (TTEs) and information about the 
importance of an after-action review (AAR). At the end of the chapter is a 
very useful tool, a response table that can be adapted to your environment. 
A commitment to creating a response table for your institution should be a 
high-priority item in the emergency planning process.

The Importance of Immediate Responses 

How you and your staff react to a threat is paramount to the success of 
your response plan. Inability to react appropriately may lead to damage 
to the facility or collections and could contribute to injury or death. It is 
important to keep in mind that staff members have limited control over the 
circumstances of an emergency situation. Staff responsible for conducting 
an evacuation of a facility, for example, should be made aware that they are 
not personally responsible for ensuring that all members of the public have 
left the building. Their role is to inform the occupants of the building and 
to facilitate the evacuation by giving directions, assisting where needed, and 
then ensuring their own personal safety by exiting the building. Occupants 
who do not leave the building when requested are assuming responsibility 
for their own safety and will likely be chastised by first responders when they 
arrive on the scene. Check with local law enforcement officials to confirm 
that this strategy reflects the appropriate plan of action for your institution.

One of the most challenging aspects of planning for emergency response 
is ensuring that whenever your library is open it is staffed at all times by 
someone who has been trained to respond to threats. The title of this per-
son’s role can vary, but common designations include emergency response 
coordinator or building marshal. Multiple staff members need to be identi-
fied as emergency response coordinators in order to provide coverage for 
this important role during all hours for which the library is open. When 
the library is fully staffed the role may be filled by a senior administrator, 
but during weekend or evening hours the role may be filled by the library’s 
desk staff or a student assistant. The essential quality required of all indi-
viduals assigned to this role is that they are trained to respond effectively 
to emergencies. 

How someone naturally reacts to an emergency situation is very impor-
tant since everyone will not respond in a calm and thoughtful way. There-
fore, it is important to understand the strengths and weaknesses of staff 
assigned to coordinate a response. Marty Thompson, retired Director of 
the Robert M. Bird Library at the University of Oklahoma Health Sciences 
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Center and a frequent speaker about emergency preparedness and response, 
draws on his military experience when he notes that not everyone is “wired” 
to lead troops into battle. It is important to train those who are capable of 
taking on this responsibility and to be sure that those who will not be the 
leaders at least know what needs to be done. Realistically, considering staff-
ing constraints in many libraries, it may not be possible to have someone 
with leadership skills always available to handle emergency response. The 
best advice is to maximize the capabilities of all staff members and prepare 
everyone to contribute to planning and response efforts in some way.

A case study for the importance of being prepared for an appropriate 
emergency response is illustrated by an event that occurred in March 2009 at 
the Cologne Archives in Cologne, Germany. The Cologne Archives building 
was constructed in1971 to hold myriad archival materials, some of which 
dated back to 922 AD. The building was located in downtown Cologne next 
to a tunnel that was being excavated for a subway line. On the afternoon of 
March 3, construction workers noticed large cracks appearing in the build-
ing structure and they notified Archives staff and patrons of the impending 
disaster. Three minutes later, the building collapsed. Two people died, both 
of whom were in an attached adjacent building; however, all Archives staff 
and visitors were able to escape the six-story building.

Three minutes may not sound like a lot of time, but, in fact, a lot can hap-
pen in three minutes. Think of your library. Could you evacuate all patrons 
and staff within three minutes on a busy weekday afternoon? It may be helpful 
to use this three-minute measure to guide your evacuation planning efforts.

On March 1, 2008, in Americus, Georgia, a tornado destroyed Sumter 
Regional Hospital. The EF3 tornado was approximately one-mile wide and 
was on the ground for nearly 40 miles. Although two people lost their lives 
near the hospital, there were no fatalities in the hospital because of the way 
the nurses reacted to the tornado warning, directing all patients and visi-
tors to move away from windows. Examples such as these prompt questions 
about whether libraries have procedures in place to respond appropriately 
and quickly to a tornado warning. If there was a tornado warning in effect 
for your library, would employees be prepared to help patrons take shelter 
in a safe place?

Planning Responses Based 
on Potential Risks 

The examples described depict successful reactions to an imminent threat. 
Fortunately, not all risks require a reactionary response. Some potential risks 
provide ample lead time for careful planning and mitigation, whereas others 
offer no warning. When faced with a sudden emergency, those responding 
may be at the mercy of the situation, but even for unforeseen events, carry-
ing out plans that have been put in place ahead of time can help to mitigate 
the impact and improve outcomes.
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Categorizing potential risks
Following is a list of potential risks that were introduced in the previous 
chapter and can be considered either a disaster or a major cause of service 
disruption. Notice how these risks can be grouped into three categories: 
advance warning, little warning, and no warning, with some risks fall-
ing into more than one category. Grouping risks this way will help with 
emergency planning, since response procedures will be similar within 
each group.

Advance warning:
•	 Severe weather
•	 Flood
•	 Riots and mobs
•	 Hurricane
•	 Wildfire
•	 Furlough days
•	 System upgrades
•	 Labor dispute
•	 Epidemic/pandemic

Hurricane Dolly in Southern 
Texas

On July 23, 2008, Hurricane Dolly 

made landfall as a Category 1 

hurricane near South Padre Island, 

in southern Texas. Staff at the 

Mario E. Ramirez, M.D. Library had 

seen the weather forecasts and 

began preparations in their library 

several days before the predicted 

landfall. Staff began moving 

important resources and computers 

to an upper floor in anticipation of 

flooding and possible damage to the 

windows in the building. 

Greysi Reyna, Assistant Director 

at the Ramirez Library at the 

time, reported the following in an 

interview with Robin Featherstone, 

who at the time was a National 

Library of Medicine Associate: 

While maintaining normal library op-

erations, library staff began remov-

ing key print resources from the col-

lection. This included valuable and 

heavily circulated materials from 

the general collection along with the 

entire reserves collection. As part of 

their hurricane preparedness plan, 

library staff routinely place colored 

dot stickers on the spine of key print 

resources to help them quickly iden-

tify and pull portions of the print 

Continued on p. 21

Little advance warning:
•	 Tsunami
•	 Active shooter
•	 Tornado
•	 Riots and mobs
•	 Bomb threat

No warning:
•	 Earthquake
•	 Landslide
•	 Arson
•	 Active shooter
•	 Bioterrorism
•	 Cyberterrorism
•	 Bombing
•	 Riots and mobs
•	 Workplace violence

•	 Hostage situation
•	 HVAC failure
•	 Loss of power
•	 IT network outage
•	 HAZMAT incident
•	 Water main break
•	 Sewer backup
•	 Public transportation 
 incident/disruption

planning for events with advance Warning
Some events provide advance warning, which affords the opportunity to 
plan ahead. Of these events, one of the most common and destructive is a 
hurricane. Fortunately, modern storm tracking technologies make it possible 
to ascertain areas of risk in order to facilitate planning. Other types of disas-
ters that offer advance warning include severe winter storms and pandemics.

Weather-Related Events
Hurricanes can be quite destructive. Indeed, in a post on Forbes.com on 
September 13, 2008, titled “America’s Most Expensive Natural Disasters,” 
Matt Woolsey notes that hurricanes rank as the deadliest and costliest disas-
ters (Woolsey, 2008). However, in most cases, there will be several days to 
prepare for hurricanes, as their paths are somewhat predictable. Hurricanes, 
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like the other risks in the advance warning category, usually require no reac-
tionary response procedures because of the availability of weather reports. 
Even these relatively slow-moving storms do, however, require carefully 
thought-out response procedures as well as mitigation steps.

Public Health Events
In the summer of 2009, many libraries worldwide were preparing to deal 
with possible consequences of the H1N1 influenza (“swine flu”) pandemic. 
An example of the types of plans that were being made can be found on 
a website produced by the Wisconsin Department of Public Instruction, 
which released guidelines for public libraries specifically urging libraries to 
work with their municipalities “to determine what services the library might 
be expected to provide in the event of a pandemic outbreak in the com-
munity” (Wisconsin Department of Public Instruction, 2014). In addition, 
the American Library Association (2011) advised its members to develop 
policies to address the following issues:

•	 Criteria for closing the library 
•	 Employee policies for sick leave, payroll and banking/financial 

issues, and working from home 
•	 Mandated documentation of procedures or cross-training so 

others can take over for sick employees 
•	 Policies for “social distancing” to keep people and their 

belongings separate from one another, such as removing a 
number of chairs so people are not sitting close to each other, 
limiting the number of people who can come in at any one time, 
or taking out coat racks 

•	 Criteria for suspending storytimes and other library programs 
•	 Providing masks and gloves and training staff in the removal and 

disposal of these items 
•	 Standards for cleaning bathrooms, railings and door knobs, 

telephones, keyboards, counters, and the work areas of employees 
who go home sick, including emptying wastebaskets 

•	 Setting a schedule for addressing critical facility and 
administrative needs if the library is closed for an extended 
period (boiler and building checks by custodians, book drop, 
payroll and banking considerations) 

•	 Communications plan for reaching staff and informing the public 
•	 Means for continuing to provide information services for the 

public, such as online ordering of materials and alternate pick-
up/drop-off locations for materials or expansion of online 
services 

•	 Accommodation of the needs of disadvantaged people in the 
community who may not have personal access to materials such 
as the local newspaper or resources like a home computer

•	 Education of the public in advance of a widespread public health 
event 

Continued from p. 20

collection for storage in the event 

of a hurricane. To prepare for 

Hurricane Dolly, this select group 

of print resources was placed in 

a secure location on the second 

floor of the building along with 

laptop computers and other criti-

cal equipment. In the event that 

the facility sustained significant 

damage, these resources would be 

used to establish a small function-

ing library in an alternate location.

The remaining collection was 

covered and secured with plastic 

sheeting and tarps. Materials locat-

ed on bottom shelves were moved 

to the shelves above and covered. 

All desktop computers and electron-

ics were unplugged, moved away 

from windows and doorways, and 

covered with plastic sheeting for 

protection. (Wilson, 2008)

The storm closed the library, not 

because of wind, but because of 

major water damage. With the small 

collection of books and laptops that 

had been secured before the storm, 

library staff members were able to 

continue to provide services from an 

alternate location. Thirty days after 

the storm, a portion of the library 

reopened and normal services 

were restored. However, because of 

ongoing repairs, the entire library did 

not open for another three months.
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Other library organizations were also involved in pandemic preparedness 
planning. The National Emergency Preparedness and Response Initiative 
for the National Network of Libraries of Medicine created a pandemic pre-
paredness table (table 2.1) based on the pandemic stages table released by 
the World Health Organization (WHO).

On August 10, 2010, WHO Director-General Margaret Chan announced 
that the H1N1 virus had moved into the post-pandemic period; however, 
she cautioned, localized incidents are likely to happen. “As we enter the post-
pandemic period, this does not mean that the H1N1 virus has gone away. 
Based on experience with past pandemics, we expect the H1N1 virus to take 
on the behaviour of a seasonal influenza virus and continue to circulate for 
some years to come” (World Health Organization, 2010).

Other illnesses that could require a public health emergency response 
would be an E. coli outbreak, food chain terrorism, and superbugs, which 
are bacteria that are resistant to antibiotics. Each of these risks has the 

Table 2.1 Pandemic Planning: Stages of Pandemic and Library Procedures 

Period level Description Procedures

prepandemic 1 New influenza virus is detected, 

no vaccination is available, 

and it begins to spread among 

humans in a limited area.

Monitor information sources about the situation 

(CDC, institution), with no changes to operations.

pandemic 

alert

2 The virus poses a substantial 

risk of transmission and 

spreads rapidly beyond the 

locality of origin. The public is 

informed that a new virus is 

successfully spreading. 

Continue to monitor information sources, no 

changes to operations.

3 The virus spreads globally, 

is transmitted quickly 

among humans, and creates 

widespread infection.  

Develop/review pandemic plans and schedule a 

tabletop exercise involving relevant personnel 

for dealing with the potential effects of the 

new virus (staff absences, limited hours of 

operation, closure due to social distancing 

measures). Update procedures as necessary. If 

feasible, enable connectivity for designated staff 

to online library resources from their homes. 

Create a prioritized list of supplies and order 

additional essential supplies, anticipating possible 

interruptions of service from vendors.  
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TABlE 2.1 Pandemic Planning: Stages of Pandemic and Library Procedures (Continued)

Period level Description Procedures

pandemic 4 The WHO declares the virus to 

be a global pandemic.

Managers meet to discuss strategies for:

 1. slowing the spread of the virus, and 

2.  dealing with a significant rate of staff  

absences.

Based on existing variables, managers decide 

whether, when, and how changes to operations 

will be made as the situation evolves. Measures 

intended to slow the spread of the virus 

may include reduction of hours of operation, 

closure of service desks, and removal of shared 

equipment in public areas. Anticipating staffing 

shortages, managers ascertain institutional and 

organizational personnel and staffing policies and 

procedures in order to continue to offer limited 

library services (e.g., time and leave requirements 

for faculty and staff to work from home, 

designating essential personnel, circumstances 

for which leave requests may or may not be 

approved). Establish a deep chain-of-command 

so that if key library managers are ill and unable 

to perform their duties a structure for decision 

making and communication can be maintained. 

Order any essential supplies that may be needed 

to fill possible shortfalls from vendors.  

5 Virus becomes prevalent 

in the local community and 

authorities invoke measures 

in order to slow the spread of 

the virus. Operations may be 

affected by a significant rate of 

staff absenteeism.

Library managers comply with all directives 

from the institution about changes to operations 

resulting from the pandemic, adjusting operations 

and staffing patterns as the situation evolves. 

Measures to prevent spread of the virus may be 

enacted (see Level 4). Based on available staff, 

managers make decisions about who will work 

from home and during what hours in order to 

provide limited patron services from off-site. Notify 

patrons of changes to library hours and availability 

of limited services from off-site. Edit the library’s 

webpage to show the status of operations and the 

services and resources available.

Source: http://nnlm.gov/ep/pandemic-planning/.
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potential to be dangerous and could be included in the “little advance 
warning” category.

When planning for any type of incident for which you would have 
advance notice, it is important to expect the worst and then be thankful if  
the worst does not happen. Being well prepared for the worst possible sce-
nario can mean the difference between a catastrophic event and a minor 
emergency.

planning for events with 
Little advance Warning
Your library’s ability to respond to emergencies is measured by how well 
situations with little advance warning are handled. Types of incidents that 
occur with little warning can include tornadoes, tsunamis, an active shooter, 
strife and conflict, and bomb threats. Open communication is essential when 
responding to these incidents, specifically, communication between public 
safety agencies and the library. Fortunately, public warning systems have 
improved considerably. Many years ago, tornado warnings were provided by 
a system of people designated as “spotters,” who were trained to watch the sky 
from the southwest whenever the National Weather Service (NWS) detected 
the potential for tornadic activity on radar. If a tornado was spotted, the local 
Weather Bureau (predecessor of the NWS) was notified, resulting in a warn-
ing to the general public. Today, sophisticated equipment, including Doppler 
radar, is used to detect tornadic activity. Tornado watches and warnings are 
now broadcast through a variety of media channels and alert systems.

Tornadoes
Tornadoes can be catastrophic, and while forecasters now announce warn-
ings when conditions exist for the formation of a tornado, the paths and 
intensity levels of tornadoes can still be very unpredictable. Librarians 
should check with public safety personnel at their parent institutions or in 
their communities to determine what alerting systems exist for tornadoes 
in their areas and how these can be incorporated into planning. 

University of Virginia Claude Moore Health Sciences Library 
Response to Tornado Warning

The designated Emergency Response Coordinator (ERC) should monitor 

weather-reporting stations for announcements of tornado watches and 

warnings during any time of unsettled or stormy weather. This occurs most 

often in spring and summer in our region but can happen at any time of year.

Our National Oceanic Atmospheric Administration (NOAA) All Hazards radio 

is in the bindery prep area behind the Library Service Desk (the only place 

where it receives a reliable signal). Whenever its alarm goes off, the ERC should 

be notified.
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If a tornado warning is issued for the city of Charlottesville, the ERC should 

make the following announcement on the public address (PA) system:

Your attention please. A tornado warning has been posted for our immediate area. 

Please move away from windows and exterior doors at this time. Do not use elevators.

If a tornado is sighted or reported in the vicinity of the Library, the ERC 

should immediately announce tornado shelter-in-place procedures over the 

PA, or, if power is off, staff should use the bullhorn to inform patrons and staff, 

directing them to the appropriate shelter-in-place location.

 —Susan Yowell

 Circulation Manager

 University of Virginia Claude Moore Health Sciences Library

 Charlottesville, VA

Riots and Mobs
On Wednesday, June 15, 2011, riots broke out in Vancouver, Canada, 
following their hockey team’s game seven loss in the Stanley Cup finals. 
Vehicles were overturned and burned, stores were looted, and police were 
confronted. Vancouver officials took steps to mediate the violence, such as 
limiting access to the area, but mayhem still ensued and several people were 
arrested and injured throughout the evening. Fortunately, the Vancouver 
Central Library suffered minimal damage during the riots, with only a short-
term closure of the Children’s Library because two windows were smashed.

On Thursday, December 10, 2009, over 600 students at Old Dominion 
University in Norfolk, Virginia, used social media to stage a flash mob at 
the Perry Library. Captured on video available through YouTube, the event 
resulted in a packed lobby and included crowd surfing. Police efforts to 
disperse the crowd failed, and they resorted to using pepper spray. 

In some cases, flash mobs and riots can be anticipated, such as the Van-
couver riots, or officials can catch wind of a flash mob through social media. 
Therefore, libraries have some advance notice and can prepare a strategy 
in order to minimize the impact of the event. Once again, talk to local law 
enforcement officials about appropriate procedures to put in place at your 
library. This is necessary because the physical structures of libraries differ, 
as do the environments surrounding them.

Perhaps the most difficult situation to plan for is an active shooter. The 
unpredictable behavior of the shooter and the potential for serious harm 
create sheer terror among everyone in the vicinity. The best strategy for 
developing responses to an active shooter incident is to consult local pub-
lic safety personnel for recommended practices. Unfortunately, shooting 
incidents happen, and they must be planned for. Implications of relatively 
recent events involving active shooters at the University of Texas in Austin 
and Virginia Tech are discussed in other chapters.
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planning for events with No Warning
Incidents that occur without warning can produce intense fear and unpre-
dictable behavior. In August 2011, a 5.9-magnitude earthquake struck in 
central Virginia and was felt throughout much of the Mid-Atlantic. Because 
earthquakes are not common in this area, people responded to the shak-
ing in different ways. Some sought cover, some ran from buildings; some 
took charge, some looked for guidance; some made good decisions, some 
did not. It is therefore important to frequently drill employees on proper 
response. At minimum the incidents can cause damage to library facilities 
and in worst-case scenarios can result in injury and death. A burst water 
pipe, for instance, can flood a nearby space without any notice and cause 
extensive damage. In January 2008, in just 18 minutes, over 11,000 gallons 
of water poured onto the second floor of the Renne Library at Montana 
State University in Bozeman, damaging thousands of materials, which had 
to be sent to a freeze-drying facility in Texas. The cost of the freeze-drying, 
paid for by insurance, was approximately $29,000. Unfortunately, this was 
the second flooding incident at the Renne Library, both caused by a burst 
pipe. The first incident, which had occurred a week earlier, damaged nearly 
250 items in the special collections area. Smaller in number, but greater in 
value, the special collections materials took much longer to restore (Pet-
tinger, 2008). If prepared for nothing else, a library should be prepared for 
water damage. Preparation activities include ensuring that plastic sheeting 
is available and that highly valued materials are appropriately marked in 
order to expedite proper rescue. 

Earthquakes are likely the most terrifying of all disasters. Although not as 
frequent as hurricanes, they can be very destructive, as witnessed in Haiti, 
Chile, New Zealand, and Japan in 2010 and 2011. In 1994, a 6.7-magnitude 
earthquake damaged the library at California State University in Northridge.

As you write your service continuity plan, be cognizant of post-traumatic 
stress, and remember that everyone handles traumatic situations differently. 
Build in redundancy whenever possible so that more than one person can 
perform an important function.

In today’s world, cyberterrorism is something that cannot be overlooked 
or downplayed. Cyberterrorism can produce many different kinds of threats 
to your library, including long-term disruptions to power and Internet con-
nectivity. Many articles and reports have been written about the vulnerabil-
ity of the electrical power grid in the United States. R. James Woolsey, Cen-
tral Intelligence Agency (CIA) Director under President Clinton, testified to 
Congress that “it would be hard to intentionally design an electricity deliv-
ery system more vulnerable and fragile than the one on which the United 
States presently relies” (Trabish, 2011). As a result of the potential for a  
major power outage, it is essential that all libraries take this threat seriously, 
develop plans for days without power, and be aware of emergency power 
plans at the parent institution.

Impact of the Northridge 
Earthquake at California 
State university

Susan Curzon, then Dean of 

the Library for California State 

University, reflected on the 

damage in an interview with Robin 

Featherstone: 

The collection survived but rescue 

work was necessary because of rain 

and debris damage. It was very hard 

going for a long time to find all of 

our personnel, rescue the collection, 

restore what services we could, set 

up temporary buildings, work on 

our new building, and document, 

document for FEMA [Federal Emer-

gency Management Agency]. Some 

of our staff members were also in 

very difficult circumstances with 

loss of their homes or considerable 

damage. . . . I think in looking back 

that we do need to recognize post-

traumatic stress more—it is far more 

powerful than people realize. I think 

the campus started back too early; 

people should have been given time 

to get their homes and families in 

order. 

(Wilson, 2007)
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Designing Drills to Assist in 
Training for Response

Well-developed emergency response plans are of little use if members of the 
library staff are not well trained. One of the best ways to familiarize staff 
with response procedures is to perform a tabletop exercise (TTE), during 
which the participants respond to a designated scenario through role-play.

The TTE on the following pages can be adapted to any environment and 
adjusted to include other scenarios. For instance, this could be a scenario for 
a tornado: Yesterday at 4:55 p.m., an EF3 tornado touched down near your 
library and caused structural damage, including broken windows. Electrical 
power is off and the library will likely be closed for five days. Hospitals in your 
area are currently treating a large number of people who have been wounded, 
and some deaths have been reported. 

tabletop exercise 

Preparing for the Exercise
Invite to the exercise everyone who has responsibility for providing access, 
services, and/or resources to your patrons. Emphasize that their attendance 
and participation is essential.

1. Arrange for someone to take notes at the meeting for 
documenting any issues that arise and listing anything that 
needs to be worked out.

2. Make a copy of a map showing your library and the 
surrounding area, about a 20-mile radius. 

3. Before the exercise begins, prepare slips of paper labeled 
“Power” and “No power” so that there will be one for each 
person attending the meeting. Seventy percent of the slips 
should say “Power” and 30 percent should say “No power.” 
(This exercise can also be used in a pandemic or epidemic 
scenario where 30 percent of the slips would say “Sick.”)

Scenario
In two days, a severe storm (winter storm or hurricane) is predicted to have 
a major impact on your area. Authorities are predicting the potential for 
widespread power outages, and there is a strong possibility that the library 
will be closed or experience disruption of services.

Conducting the Exercise

1. Pass the map around the room and ask everyone to initial 
the approximate place on the map where they live. Anyone 
who has a generator at home should circle his or her initials 
on the map. 
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TABlE 2.2 Emergency Response Table 

Type of 
Emergency First Response Next Response

active shooter Call 911. Secure the immediate 

area: close doors, cover windows 

where possible, silence cell 

phones, take cover behind 

protective structures.

If possible without being seen by the assailant, place 

signs to responders in building windows, notifying them 

of your presence. If there is a safe route for escape, 

leave the area. 

Bomb threat Get as much information as 

possible—location of the device, 

when it will go off, what it looks 

like, why it was placed, etc. Call 

911.

Report all information to your supervisor. Move to safety 

and await instructions from supervisor and police.

earthquake Protect yourself by getting 

underneath a sturdy table or 

desk. Stay inside until shaking 

has stopped.

Survey resulting damage, take action to safely leave 

the building, and assist others. Call 911 if emergency 

assistance is needed. 

evacuation of 

building

Notify all in the building to 

evacuate using the nearest exit. 

Use the PA system if power is 

on. Use the bullhorn to notify if 

power is off. 

Check all areas of the building. Call 911 if emergency 

assistance is needed. Go to the designated assembly 

area, and account for coworkers. Report any absentees 

and where their departments are located.

explosion Call 911 and initiate evacuation of 

the building.

Report to responders if any injured remain in the 

building.

Fire Call 911, and pull the nearest fire 

alarm if not already activated. 

Evacuate the building. 

Contain fire by closing doors. Move persons with 

limited mobility to a safe area in a stairwell. Use fire 

extinguisher (pull pin; aim; squeeze handle; sweep from 

side to side) if deemed effective.

Flood Call facilities management. Do 

not walk into standing water!

Use water-absorbent socks to block water or absorb 

seeping water. Cover library collections or furniture with 

plastic sheeting.

hazardous 

materials spill

Move away from the spill, and 

block access to it. 

Call facilities management to clean up the spill. Call 911 if 

emergency service is required because of contamination.

(Continued)
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Chance never helps those that do not help themselves. 

—Sophocles

This chapter is designed to provide a background and structure for three 
important elements of disaster planning: on-site planning, off-site planning, 
and obtaining outside assistance. Gaining knowledge of these three elements 
is essential in disaster planning and, like all areas of planning, requires accu-
rate documentation and diligent updating. They also play a key role when  
creating a one-page disaster plan, which chapter 4 addresses in detail. 

It is good business practice to be self-sufficient. Policies and procedures 
are written to ensure a smooth-running operation, so minor incidents and 
service disruptions are handled without difficulty. Parent institutions and 
communities where libraries reside are also designed to be self-reliant, and 
if something happens to compromise that self-reliance, a local structure is 
in place to deal with the disruption. Support from a parent institution or 
community is part of a support infrastructure built on local, regional, state, 
and national assistance. This structure, known as the National Response 
Framework (NRF), contains principles on how to respond before, during, 
and after a crisis. 

Within the NRF is the National Information Management System 
(NIMS), which provides a set of processes that enable collaborative inci-
dent management. Whereas NRF presents the structure, NIMS guides how 
everyone connected to emergency preparedness and response communi-
cates with one another. Further discussion of NIMS is included in chapter 7.

Everyone connected to an emergency services–related discipline is 
required, at minimum, to take FEMA IS-700.A, “National Incident Man-
agement System (NIMS) An Introduction,” and IS-100.B, “Introduction to 
Incident Command System, ICS-100.” All librarians with preparedness and 
response duties should take these two courses, which are self-paced and 
available on the FEMA website (http://fema.gov/) at no cost. 

All preparedness and response planning is predicated on providing 
assistance once local resources have been exhausted. One of the many goals 
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of this book is to build the same kind of response structures in libraries as 
those which are practiced by municipalities. This translates to stockpiling 
response supplies on-site, having a service continuity plan designed to keep 
core services and resources available following some kind of service disrup-
tion, and having a contingency plan for obtaining outside assistance once 
local resources are exhausted. Basically, you are building a protective shell 
around your physical library and its virtual components.

There will come a time when even the most prepared library will need 
outside assistance. This will happen when a local infrastructure is totally 
compromised because of an extreme natural event, such as a hurricane, 
tornado, or earthquake, or a man-made event, such as an act of terrorism. 
However, libraries can apply strategies to extend their ability to provide core 
resources and services.

On-Site Planning

Cross-training
Libraries should begin with a strong commitment to cross-training. Many 
libraries have already implemented cross-training to maintain library ser-
vices, most often to compensate for short staffing. A closer look at cross-
training provides insight into the genesis of disaster planning. To ensure 
a successful cross-training program, all procedures need to be written 
down and regularly updated, a process similar to maintaining any disaster 
plan. With procedures written down and centrally available to all staff, 
many threats to a service disruption can be assuaged or even thwarted. 
Documenting work flow and making the documentation accessible to 
those affiliated with the library are now easier with the use of an intranet. 
However, be cognizant of not relying only on a functioning intranet for 
cross-training documentation. Because power outages are a major cause 
of service disruptions and can accompany many different types of events, 
build in redundancy by either printing documentation or downloading it 
to a device with backup power. 

Once cross-training procedures are in place and practiced, advance to the 
next level by developing procedures for staffing the library with a single staff 
member. Of course, those libraries that are already staffed by solo librarians 
are ahead of the game. 

Libraries with two or more staff should develop a one-person plan by 
arranging a meeting with stakeholders and creating a document detailing 
how one person can maintain essential services, regardless of the library’s 
size. At the meeting, determine which essential services can be maintained 
by one person. Keep in mind that the person available may not be familiar 
with the provision of these services, so all procedures should be clearly 
spelled out. The plan should begin with procedures for how to open the 
library and end with closing procedures. In between, list procedures for 
providing the most important services. To illustrate what this document 

The National Response 
Framework

“The National Response Framework 

presents the guiding principles that 

enable all response partners to 

prepare for and provide a unified 

national response to disasters and 

emergencies—from the smallest 

incident to the largest catastrophe. 

“The Framework defines the key 

principles, roles, and structures 

that organize the way we respond 

as a Nation. It describes how 

communities, tribes, States, the 

Federal Government, and private-

sector and nongovernmental 

partners apply these principles for 

a coordinated, effective national 

response. It also identifies special 

circumstances where the Federal 

Government exercises a larger 

role, including incidents where 

Federal interests are involved and 

catastrophic incidents where a 

State would require significant 

support. The Framework enables 

first responders, decision makers, 

and supporting entities to provide a 

unified national response.”

(Homeland Security, 2008) 
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might look like, the following is a sample document from a large academic 
health sciences library. Note the liberal referrals to other documentation, a 
necessary ingredient in this kind of planning.

Flying Solo

Should you find yourself the only staff person present at the Library, outlined 

here are services identified as being most important to patrons, with 

instructions for providing them on a limited basis. 

Entering the library and checking in with management

•	 Use your ID to get into the library.

•	 If the card key system is not operating or if you don’t have your ID with you, 

dial “0” on one of the phones in the hallway and ask for Security. Request 

that someone meet you at the main entrance to let you in. Once inside the 

Library, if no one from the Library Service Desk is here, verify that the library 

has not been officially closed by calling the main library phone number and 

checking the voicemail message.

Opening procedures
Find the copy of the Service Desk Quick Reference manual that is available 

on the Library’s intranet and also shelved in print at the Service Desk. Locate 

“Opening Procedures” (contents of the manual are arranged alphabetically by 

title) and follow the steps.

If there is not time to do everything on the Opening Procedures list 
before opening proceed in this order

•	 Turn on all the lights on the main floor.

•	 Unlock public rooms.

•	 Return to the lobby and go downstairs; turn on lights in the public areas.

•	 Open the library’s front doors.

•	 Come back to the Library Service Desk and do the rest of the opening func-

tions (see the Service Desk Quick Reference manual).

Helping patrons at the Library Service Desk

•	 The Service Desk is to be staffed whenever the Library is open.

•	 If you are the only one here and you are not a member of the Service Desk 

staff, you can still provide basic patron services by following the procedures 

in the Service Desk Quick Reference manual.

Document delivery requests (borrowing procedures)

•	 Locate the “ILL Procedures” section in the Service Desk Quick  

Reference manual. Follow the instructions listed for each function. 

Historical Collections
Historical Collections will not be open to the public during times of limited 

staffing, unless otherwise directed by the head of Historical Collections. If 

there should be an urgent request for materials in Historical Collections from 
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the School of Medicine, the School of Nursing, and so forth, contact the head 

of Historical Collections at home using the directory found at the end of the 

Service Desk Quick Reference manual. Remember that you can contact Library 

staff members at home whenever necessary by using the directory at the end of 

the Service Desk Quick Reference manual.

Closing the Library
If you are directed to close the Library, closing procedures are included in the 

Service Desk Quick Reference manual. Most importantly when closing:

•	 Make sure everyone has left the Library (check bathrooms).

•	 Close the entrance doors.

•	 Turn off the lights, and lock the public rooms.

•	 Make sure the main entrance doors lock behind you when you leave.

Good work! I’m sure our patrons appreciated your efforts! 

 —Susan Yowell

 Circulation Manager

 University of Virginia Claude Moore Health Sciences Library

 Charlottesville, VA

prevention
Prevention is another important strategy that libraries can incorporate to 
help minimize service disruptions and closings. Most people have heard 
the Benjamin Franklin quote “An ounce of prevention is worth a pound of 
cure.” Put this quote into practice as you take steps toward becoming better 
prepared. Here are a few areas to consider (contact local emergency planners 
for additional information):

•	 Prevention of illness
•	 Prevention of fire
•	 Prevention of flooding and water leaks
•	 Prevention of loss of connectivity

Prevention of Illness
Preventing the spread of disease is a good starting point. As a result of the 
H1N1 pandemic of 2009, most libraries are better equipped to respond to 
an epidemic or pandemic. Employees are encouraged to get a flu shot, and 
some institutions even bring in qualified health professionals to administer 
shots in their facilities. Hand sanitizers are now common in libraries, and 
patrons are more aware of the need to clean their hands following contact 
with shared equipment, such as keyboards, mice, and remotes. In addition, 
many libraries have adjusted their approach to sick leave, now requiring staff 
to stay home if they are sick and not report to work until they are no longer 
contagious. During the H1N1 pandemic the Centers for Disease Control 
and Prevention (CDC, 2009) recommended that employees not return to 
work until 24 hours after their fever abated without using fever-reducing 
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drugs. These are positive steps and important weapons in combating future 
spread of disease. 

In summary, here is a list of four steps all libraries can take to prevent 
the spread of illness:

1. Take advantage of flu vaccination programs.
2. Use antibacterial hand cleaners, especially staff who are in 

contact with the public at the service desk.
3. Use disinfectant wipes at the service desk for the telephones, 

keyboards, and computer mice.
4. Ask staff who are sick to stay home rather than coming to 

work and possibly infecting others.

Prevention of Fire
Libraries, filled with combustible materials and open to the public, are par-
ticularly vulnerable to fire. Fires can be accidental, such as a faulty wire, or 
intentional, such as arson, civil strife, mob violence, or warfare. No matter 
how it originates, a fire can quickly destroy a building and all its contents. 
Fortunately, most libraries today adhere to strict fire codes, greatly reduc-
ing the possibility of an accidental fire. In addition, many libraries provide 
fire extinguisher training for staff to increase the likelihood a fire will be 
extinguished before it gets out of control.

Prevention of Flooding and Water Leaks
Flooding, like fire, has always been a major threat to libraries. Flooding can 
come in many forms and can occur when least expected. River flooding, 
clogged drains, frozen pipes, poorly maintained HVAC units, and even 
overflowing toilets can cause major damage. To help prevent flooding, be 
cognizant of the environment surrounding the library and be especially 
diligent when construction is happening in or around the facility. Because 
flooding can be caused by many scenarios, always have plastic sheeting on 
hand as well as other equipment needed to respond to a water situation. 

Prevention of Loss of Connectivity
In today’s world, patrons count on libraries to provide access to the Internet 
and online materials purchased or leased by the library. According to the 
report Opportunity for All: How the American Public Benefits from Internet 
Access at U.S. Libraries, “77 million (32 percent) Americans age 14 or older 
took advantage of Internet access in a public library” in 2009 (Becker et 
al., 2010: 32). The report goes on to point out that low-income adults are 
particularly reliant on library Internet access, stating that “44 percent of 
people living in households below the federal poverty line ($22,000 a year 
for a family of four) used public library computers and the Internet access” 
(Becker et al., 2010: 2). This is particularly the case in health care, where 
a large number of adults regularly search the Internet for health-related 
information, and many health-care workers rely on online resources. Librar-
ies that house or provide access to any critical information that might be 
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needed following a major services disruption have a responsibility to ensure 
a backup power plan is in place for times when the power goes down. The 
ideal backup system is a generator that kicks on when the main power is 
compromised and continues to run until power is restored. These backup 
power systems are usually found only where power is critical to the survival 
of the institution, such as at a campus computer center or a hospital. If the 
library is affiliated with either a university or a hospital, you might be able 
to work out an arrangement to have core servers housed where a backup 
power system is available. More libraries will have access to these systems 
in the future if the provision of emergency backup power becomes standard 
for all new construction.

Off-Site Planning

Off-site planning focuses on the provision of core services from a site, or 
sites, away from the library. These remote sites could be another campus 
location or, more likely in an emergency situation, at a staff member’s 
home. 

Service disruptions from tornadoes, flooding, riots, illness, severe winter 
weather, and transportation problems can all create a scenario where ser-
vices are best provided remotely, and as technology blurs the line between 
home and work, it creates new possibilities for service continuity. Libraries 
that already allow telecommuting have procedures in place and therefore 
have a head start on other libraries. Libraries that do not permit telecom-
muting should at least consider a day or two per year for staff who maintain 
core services to work from home, as this practice is essential for determining 
technology needs from a remote site. Core services that can be performed 
at home include interlibrary loan, reference assistance, and troubleshooting 
access problems to core online materials. Begin by looking at these services, 
and then expand or pull back based on the library’s mission and clients’ 
needs. Please note that it is important to consult with the human resources 
department to determine if institutional policies prevent library staff from 
working remotely.

All library staff who have a role in providing core resources and services 
from a remote site should meet regularly to review procedures, check 
availability of recovery equipment and supplies, and test all communica-
tion channels, including information for staff and the public. Should the 
likelihood of a service disruption exist, someone should determine team 
members’ availability and quickly establish backup coverage for anyone who 
will not be available. A stable communication system is critical, and redun-
dancy must be built in to execute your plan, such as a primary system with 
two backup means if the primary system is compromised. It is advisable to 
include home and cell numbers as well as an alternative e-mail address, such 
as a Google or Yahoo account, in the contact information for all participants.

Construction Situation at 
the University of Iowa

Nondisasters can also create the 

need to provide services off-site. 

In the summer of 2011, the Hardin 

Library of the Health Sciences at 

the University of Iowa in Iowa City 

underwent major construction. 

Library staff devised a service plan 

that included sites around campus, 

since access to the library was 

restricted. Following is their services 

plan:

•	 Two temporary locations will be 

set up where library users can 

pick up materials and consult 

with staff. One location will be 

in MERF (375 Newton Rd.) in the 

atrium and will be open 7:30 

a.m.–6:00 p.m., Monday–Friday, 

and 1:00–5:00 p.m., Sunday. 

Simulation Center equipment, 

laptop checkouts, and much of 

the reserve book collection will 

also be relocated to 1155 MERF 

and available Monday–Friday.

•	 A second library location will be 

situated in the Pharmacy Building 

Computer Lab (115 South 

Continued on p. 39
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Outside Assistance Planning

When a major service disruption exhausts local resources, outside assistance 
will be needed. Potential sources of outside assistance include the following: 

•	 Backup library 
•	 Library networks and conservation centers 
•	 Commercial salvage and recovery companies 

Backup Library
A backup library, located either inside or outside a library system, can be 
called on to assist in the delivery of core resources and services. Again, every 
library, no matter its size, should examine core services, create local redun-
dancy plans, and then apply the remote aspects to a backup library. Clearly, 
the number of services that can be provided decreases as you advance from 
on-site planning to a backup library, often because of licensing restrictions. 
However, in recent large natural disasters, many library vendors have been 
willing to provide access to their content to aid in disaster recovery so con-
tact your vendors after a disaster. Generally, the core services that might fit 
best in an arrangement with a backup library are reference services, such as 
Ask a Librarian chat, and interlibrary loan. In some cases, depending on the 
affiliation of the backup library and its proximity, access to online resources 
and even instructional space can be included in the agreement.

To find a backup library, begin by developing an arrangement with a 
library that you regularly work with, either in a consortium or within the 
same system. This will facilitate working out backup procedures because 
an established working relationship already exists. Once a backup plan is 
developed, look for a library outside your region and implement a similar 
plan. A good rule of thumb is to eventually develop a backup arrangement 
with a library in another power grid and in a different geographic area. You 
can find power interconnections and regions by doing an image search in 
your browser using the terms NERC (North American Electric Reliability 
Corporation) and Power Grid. 

Libraries developing a backup plan with another library can use the 
model memorandum of understanding (MOU) provided by the New Jersey 
Hospital Association and adapt it to local needs (see figure 3.1). 

A great example of a library network using this MOU is the aid agreement 
between the academic health sciences libraries at the University of North 
Carolina, Duke, Wake Forest, Eastern Carolina University, and hospitals 
in different regions of the North Carolina Area Health Education Center 
(AHEC). The agreement, developed in 2010, has an oversight committee 
and was signed by all library directors in participating libraries. In advance 
of Hurricane Irene, which went up the Eastern Seaboard in August 2011, 
the MOU was activated and its primary communication mechanism,  
a dedicated electronic discussion list, was tested, as was the backup  

Continued from p. 38

Grand Ave.) and will be open 7:30 

a.m.–5:00 p.m., Monday–Friday. 

Computers and printing will be 

available to all users.

•	 Library patrons will be able to 

request books from the Hardin 

collection using InfoHawk’s Re-

quest feature. Because staff will 

only be able to enter the building 

once per day, it may take as long 

as two days for materials to be 

pulled. Requested material can be 

delivered to offices via campus 

mail or can be picked up at one 

of the temporary locations or at 

another UI library.

•	 Books checked out to faculty, 

graduate/professional students, 

and undergraduate honors stu-

dents which are currently due in 

June 2011 will be automatically re-

newed until June 2012. An e-mail 

will be sent to users whose books 

are automatically renewed. Please 

be aware that this applies only to 

books checked out from Hardin 

Library on long-term loans. 

(Lawrence, 2011)
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Participating libraries

Purpose 
The purpose of this Memorandum of Understanding (MOU) is to establish a framework through which participating 

libraries might endeavor to assist one another following a disaster that exceeds the response capability of an 

affected library. The MOU outlines the ways personnel, services, and communications can be conducted in times 

of emergencies such that an affected library would be supported in its efforts to provide needed and/or essential 

information for its users, clients, and patrons.

Through this MOU, no library is committed to provide specific services or to offer aid that exceeds its resources 

and abilities as determined by that library in its sole discretion. Generally, the parties intend a framework of speedy 

initial assistance for a period that would not exceed seven (7) days. That period could be extended if agreed upon 

by the partnering library or libraries.

Definition of a disaster
A disaster is an occurrence such as a hurricane, tornado, storm, flood, high water, earthquake, drought, blizzard, 

pestilence, famine, fire, explosion, building collapse, transportation wreck, terrorist event, bioterrorist event, 

pandemic, power failure, or other similar natural or man-made incident(s).

Method of cooperation
On a biannual basis (recommended dates: on or near the first day of spring and the first day of winter) the partner 

libraries will update each other regarding any changes related to this MOU. The participants may also amend this 

MOU to better reflect their mutual understandings and commitments at that time.

Responsibilities of the library partners
activation/warning/communications

The following items should be completed as agreed to by the partner libraries and detailed below and/or with an 

attached Addendum (if more space is needed). Determine how and when to request activation of support during a 

disaster or if there is a need to advise a partner there may be a need to activate, depending upon weather or other 

warning systems.

Whom to contact

(Include staff tree, names, titles, and/or alternates.)

(Continued)
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how to contact

(Include phone tree, cell phones, addresses, fax, e-mail, and indication of home or office information.)

Services offered 

(Check all that apply and specify definitions, parameters, or limits, if any, on attached page.)

	Interlibrary Loan

	Ask a Librarian/Chat

	Online Resources Support

	Other: 

	Other: 

Cost recovery

The partnering libraries agree that each will cover any costs associated with its delivery of support or aid to 

another partner and that each, therefore, has the sole discretion to determine what resources and support it can 

provide to another library in the event of a covered disaster.

Signature Signature

       

print name print name

       

title title

       

Library Library

       

Institution Institution

       

address address

       

       

       

Date Date

       

Source: http://nnlm.gov/sea/services/emergency/modelmou.pdf.
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Library Networks and Conservation Centers
Although there is a plethora of national, state, and local relief agencies avail-
able to libraries following a major service disruption, a few promote their 
services specifically to libraries or related institutions, such as museums. 
Some of these agencies are discussed here; many more are included in the 
appendix.

Amigos Library Services
Amigos Library Services is a nonprofit, membership-based organization in 
Dallas, Texas, serving primarily the South Central and Southwest United 
States. Amigos offers guidance in the event of an emergency through its 
Imaging and Preservation Service. 

communication system. Following the event all libraries reported their 
status and help was initiated where needed. The backup system developed  
by the North Carolina libraries is quite impressive and could serve as a 
model for other states and networks.

Setting Up a Backup System

In the winter of 2008, the Health Sciences Library at the University of North 

Carolina in Chapel Hill and the Claude Moore Health Sciences Library at the 

University of Virginia in Charlottesville developed a backup system for keeping 

their interlibrary loan (ILL) services functioning despite staff availability. The 

arrangement originated at a time when the H1N1 virus was spreading worldwide 

and there was a real potential for a pandemic. Both libraries had developed plans 

for providing ILL from a home location, but they had not addressed the scenario 

where interlibrary loan staff members were too sick to carry out their duties from 

home, as might be the case in a pandemic.

The plan was quite simple but required the same ILL management system, in 

this case ILLiad. Here is how the plan worked. If staff members from either of the 

libraries were too sick to carry out ILL transactions from home, a call for assistance 

can be made to the backup library’s ILL department. Within minutes, staff at the 

backup library would “take over” a dedicated workstation at the affected library 

and carry out ILL borrowing requests in a process that is seamless to patrons. 

Both institutions agreed that no costs would be incurred, and there would be 

no reimbursement of staff time during the agreed-on length of provision. Only 

borrowing requests would be processed; lending requests would be suspended and 

therefore routed on to the next library. Testing of the plan has taken place with 

positive outcomes. Both libraries talk regularly to keep procedures and contact 

information up-to-date. To be adapted at other libraries, though, it is essential that 

all parties are cooperative, flexible, and willing to share IP addresses. 

 —Daniel T. Wilson

 Associate Director, Collection Management and Access Services

 University of Virginia Claude Moore Health Sciences Library

 Charlottesville, VA

Chapter 3
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LYRASIS
LYRASIS is a nonprofit, membership-based organization in Atlanta, Geor-
gia, serving states in the Southeast, Mid-Atlantic, and New England regions. 
Through its Digital and Preservation Services division LYRASIS offers assis-
tance to libraries that have suffered damage. For libraries located within the 
continental United States, LYRASIS may be able to arrange for a volunteer 
to help with the response and recovery process. 

WESTPAS
WESTPAS (Western States and Territories Preservation Assistance Service) 
is a regional library and archives preservation service, serving states primar-
ily in the Northwest and West United States. Phone consultation is provided 
at no charge, and on-site assistance can be arranged.

Northeast Document Conservation Center 
The Northeast Document Conservation Center (NEDCC) is a nonprofit, 
regional conservation center out of Andover, Massachusetts. NEDCC pro-
vides telephone advice and referrals but no on-site assistance.

National Network of Libraries of Medicine
The National Network of Libraries of Medicine (NN/LM), coordinated by 
the National Library of Medicine (NLM), has as its mission “to advance 
the progress of medicine and improve the public health by providing all 
U.S. health professionals with equal access to biomedical information 
and improving the public’s access to information to enable them to make 
informed decisions about their health” (National Network of Libraries 
of Medicine, 2012). In 2006, in response to the profound impact of hur-
ricanes Katrina and Rita on our health system, NLM charged NN/LM to 
strengthen its network’s emergency response system by establishing more 
extensive disaster response plans. As a result, in January 2008, after solicit-
ing help from national experts, NN/LM implemented its National Emer-
gency Preparedness and Response Initiative. The initiative is designed to 
help mitigate the impact of disasters on health-care providers and the pub-
lic by creating robust preparedness and response capabilities and building 
a backup system to be employed when local resources break down or are 
exhausted. The primary resource for assistance in both preparedness and 
response is the NN/LM National Emergency Preparedness and Response 
(EP&R) Toolkit.

NN/LM Emergency Preparedness and Response Toolkit
The NN/LM EP&R Toolkit has three primary functions: serve as a ware-
house of emergency preparedness and response documentation, such 
as plans and tabletop exercises, that can be downloaded and adapted to 
any environment; link to other resources that promote preparedness and 
response activities; and archive current news stories about the direct impact 
or related impact of disasters on library services.
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Emergency Access Initiative 
The Emergency Access Initiative (EAI) is the result of a partnership between 
the NLM, the NN/LM, the Professional/Scholarly Publishing Division of 
the Association of American Publishers, and other publishers. EAI provides 
full-text access to biomedical literature to aid health-care practitioners, 
librarians, and the general public anywhere in the world following a major 
disaster. For more localized disasters that are too small in scale to warrant 
EAI activation, libraries should check with publishers and describe their 
needs for emergency access. As some of the library stories shared in chapter 
6 reflect, publishers have been generous to libraries faced with emergency 
situations to ensure that communities have the information they need. In 
some cases, publishers have made content on specific topics available for 
free, as demonstrated by publisher responses to the H1N1 crisis, or when the 
New York Times took down its pay wall for all Hurricane Irene–related news.

American Library Association
The American Library Association (ALA) website has links to many pre-
paredness and response resources. Particularly relevant to this chapter is 
a page titled “Helping United States Libraries After Disasters” (American 
Library Association, 2014). The page lists states with libraries currently 
needing assistance and provides contact information for international 
efforts, such as those in Haiti, Chile, and Japan.

Commercial Salvage and recovery Companies
Commercial salvage and recovery companies are often used by libraries fol-
lowing a significant event that damages print collections. These companies 
will typically send a representative, free of charge, to assess the damaged 
materials and discuss options. Service agreements are also available for 
libraries with extremely valuable materials that might need priority treat-
ment following a large-scale disaster. 

BELFOR
BELFOR advertises that it can handle “the smallest medical record to an 
entire library system.” They have large-capacity freeze-drying chambers 
in areas around the country and mobile units available to respond to a 
disaster. BELFOR has a very nice website that lists its emergency number 
and includes an interactive map of the United States that quickly provides 
specific state company locations. 

Blackmon-Mooring-Steamatic Catastrophe, Inc. (BMS-CAT)
BMS-CAT advertises that they can “recover a range of data—plain docu-
mentation, paper, journals, books, records, film, libraries, archives, historical 
archives, and magnetic media—that years ago would have been considered 
a total loss.” Its website also features an emergency number and a seasonal 
hurricane tracker from the Weather Underground. 
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From Self-Reliance to Asking for Help

Conclusion

This chapter outlined methods for libraries to be more self-sufficient and bet-
ter prepared for any kind of service disruption. In addition, it included steps 
libraries can take to facilitate outside assistance from a variety of sources in 
the event that local resources and plans become inoperable. Always remem-
ber that although disasters are local, there are plenty of resources available 
to you either arranged in advance or on an as-needed basis. 
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Chapter 4

•	 Library networks and conservation centers: Contact for advice 
about saving collections and referrals to commercial salvage 
companies. Some of these networks/centers provide these 
services toll-free, 24/7.

•	 Salvage and recovery company: Contact in the event that selected 
materials are damaged and freeze-drying is necessary. These 
companies also offer consultation services to help decide what 
materials should be saved and the process for that to happen.

•	 Backup library: A backup library can be an important tool in 
emergency response. In this column, list contact information for 
the library or libraries and the agreed-on backup arrangements. 
These services will vary from library to library but may contain 
the following: 

o Interlibrary loan
o Chat/Ask a Librarian
o Disaster response consultation

Conclusion

This chapter presented a fictional account of a disaster response that incor-
porated the one-page Service Continuity Pocket Response Plan, as well as 
a column-by-column guide on how to create a one-page Service Continuity 
Pocket Response Plan. Included were communication tips from FEMA for 
before, during, and after disasters, reinforcing the importance of a strong 
communication strategy throughout disaster planning, response, and 
recovery. The next chapter expands the discussion on mobility as well as 
social networking.
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A visit to any public place, be it a library, shopping center, theater, or gro-
cery store, provides ample evidence of the widespread use of smartphones 
and other mobile technologies. Accompanied by the exponential growth of 
social networking applications such as Facebook, Twitter, and YouTube, it 
is not surprising to observe the extent to which these devices and applica-
tions are so fully integrated into daily life. In addition to their high adoption 
rates, mobile technologies and social networking applications are fertile 
ground for organizations involved in disaster preparedness and response, 
as these entities recognize the importance of engaging current and poten-
tial volunteers, donors, and aid recipients in the virtual spaces they occupy. 
Because disasters often result in the displacement of people and contribute 
to dramatic interruptions in normal life, preparedness and response com-
munities are integrating these technologies into their work flow to connect 
with the target groups they are trying to reach. It is important to consider 
that while the mobile environment is somewhat volatile it also provides new 
opportunities for connectivity and growth.

Mobile Technologies

Although the mobile technology market includes a variety of devices, smart-
phones such as the iPhone and those operating on the Android platform 
are the most widespread. Research conducted by the Pew Research Center’s 
Internet and American Life Project reflects that 55 percent of all adults in the 
United States own smartphones. Among these individuals, 34 percent use 
their phone for the majority of the searching and browsing they do online. 
Survey results also indicate that the reliance on smartphones for Internet 
access is high among groups, including Black and Latino users as well as 
those with little or no college education, with historically low rates of access 
to other computing devices (Duggan and Smith, 2013).
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These statistics reflect that more people have access to devices that are not 
limited to a particular physical space and that enhance the users’ ability to 
communicate and receive information. By capitalizing on these technolo-
gies, the disaster preparedness and response communities can maximize 
their ability to coordinate and communicate with volunteers and employees 
in the field as well as with those in need of assistance or information.

The availability and use of mobile technologies supports the integra-
tion of a “whole-community” approach to preparedness and response, an 
idea that the Federal Emergency Management Agency (FEMA) and others 
support. History reflects that in emergency situations ordinary people find 
themselves in the first responder role, which means, particularly early in 
a disaster, that they may be the individuals responsible for disseminating 
information about an event and providing assistance to those with imme-
diate needs. According to FEMA Administrator W. Craig Fugate, adopting 
a whole-community approach is vital for a successful preparedness and 
response effort. “We need to move away from the mindset that Federal and 
State governments are always in the lead, and build upon the strengths of 
our local communities and, more importantly, our citizens. We must treat 
individuals and communities as key assets rather than liabilities” (Pisano-
Pedigo, 2011: 6). The availability and widespread use of mobile technolo-
gies at all levels within a community assists with the transformation to a 
whole-community approach in the sense that a majority of citizens now have  
many means to connect with one another and become actively involved in 
the preparedness and response efforts where they are needed most. 

texting
Text messaging or SMS (short message service) is a communication method 
that allows users to send text between cell phones. According to data col-
lected by the Pew Research Center on the  use of mobile devices by adults, 81 
percent of cell phone owners surveyed used their device to send or receive 
text messages (Duggan, 2013). Following the Emergency Social Data Sum-
mit organized by the American Red Cross in August 2010, it was reported 
that attendees considered texting to be the communications technology of 
choice because of its widespread use and availability as well as the likelihood 
that a brief text message would get through if networks are overloaded in 
the aftermath of a disaster (Harman and Huang, 2010). While these figures 
reflect that a majority of people are comfortable with texting, the prepared-
ness and response community has incorporated ways to make it even easier 
to employ this technology in the event of an emergency. 

In addition to using mobile devices and technologies to transfer informa-
tion both from and to affected populations, there is also increased scrutiny 
being applied to the analysis of mobile phone network usage data in order 
to follow populations in crises. In a study examining the movement of 
individuals following the earthquake in Haiti based on mobile phone data, 
Bengtsson and colleagues (2011) found that there is tremendous potential 
for rapidly targeting relief efforts in areas with prevalent mobile phone use. 

Active Shooter Incident  
at Virginia Tech

Following a tragic event attentions 

are often refocused on ways to 

improve preparedness and response 

efforts. The events that unfolded 

at Virginia Tech on April 16, 2007, 

when a student killed 32 fellow 

students and faculty and wounded 

many others before turning the gun 

on himself, highlighted the need 

for campus-wide alerting systems 

that can be deployed quickly to 

reach everyone in a targeted area 

or group. A review panel appointed 

by Virginia’s then-governor Timothy 

Kaine issued an addendum to 

its initial report on the Virginia 

Tech tragedy in November 2009 

(TriData Division, 2009). Although 

a campus alerting system was in 

place at the time of the shootings, 

the report indicates that several 

issues interfered with the timely 

implementation and use of that 

system. As a result of the events 

at Virginia Tech a number of 

institutions in both K–12 and higher 

education reviewed their policies 

and procedures for communicating 

with large constituencies. Many 

schools, colleges, and universities 

implemented or expanded their 

alerting systems and continue to 

test them regularly through drills or 

by using them to disseminate less 

urgent information. Such testing 

ensures that any problems can be 

worked out before the system is 

needed for an emergency or crisis 

situation. As is the case with Virginia 

Tech, systems typically employ voice-

mail, text, and e-mail alerts and may 

also include audible warning systems 

such as sirens.
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Preliminary research suggests that it is feasible to use network usage data to 
locate areas with large numbers of people in need (Bengtsson et al., 2011). 

apps
Mobile technologies like smartphones offer users an endless variety of 
apps that allow them to customize and tailor the information and services 
available at their fingertips. Apps relevant to emergency preparedness and 
response efforts include those targeting particular types of events, such as 
hurricanes; those which facilitate communication with family, friends, 
and first responders; and those which provide assistance with first aid and 
disaster planning. Some of the more popular apps relevant to preparedness 
and response include those focused on communication (Twitter, Facebook); 
disaster planning (Disaster Caster, Emergency Preparedness Checklist); 
GPS/location-based functionality (Here I Am, Life360, Emergency Distress 
Beacon); radio/scanners/weather info (Emergency Radio, Weather Alert, EZ 
Radar); first aid/survival (Pocket First Aid and CPR Guide, iSurvive Wil-
derness Support); and information for first responders (REMM, WISER). 
Also worth mentioning are relevant mobile-optimized websites such as 
MedlinePlus Mobile and PubMed Mobile from the National Library of 
Medicine. A detailed list of apps available for smartphones and other mobile 
devices is provided in the appendix. To successfully deploy and utilize these 
apps, it is important for both responders and the public to investigate and 
experiment before disaster strikes, and according to data collected by the 
American Red Cross, 20 percent of the public are doing just that. Among 
survey respondents the most popular types of emergency apps included 
those providing weather forecasts, first aid information, and disaster pre-
paredness tips (American Red Cross, 2012). 

Social Networking

When it comes to connecting online, users have a number of options. Many 
users will participate in more than one community or network, depending on 
their specific information needs and whom they are seeking to connect with. 
Likewise, organizations involved in preparedness and response activities are 
becoming more aware of the benefits of social media and are participating 
in a variety of online communities to “listen” and gather information as well 
as using the channels to distribute their organizational message and push 
relevant content to users. In many ways, social networking facilitates the 
dissemination of information because everyone in the community can assist 
with getting the word out, even to the point that the message may go “viral.” 
Organizations that monitor posts and comments contributed by socially net-
worked users are better equipped to tailor their message to the communities 
they serve. Participation in social networking communities by responders 
and community members helps ensure that the information and service 
needs unique to a particular disaster or emergency are “heard,” increasing 

CDC PSAs

Prepared text messages designed for 

mobile devices are available through 

the Centers for Disease Control 

Emergency Preparedness and 

Response website. These mini public 

service announcements (PSAs) 

are geared toward keeping people 

safe following a natural disaster or 

emergency situation and include 

avoiding carbon monoxide poisoning 

during power outages, driving 

through high water, determining if 

prescription drugs are safe to use, 

and maintaining building safety. A 

complete list is available at http://

www.bt.cdc.gov/disasters/psa/

textmessages.asp.

App to the Rescue

Dan Woolley, an aid worker in Haiti 

at the time of the 2010 earthquake, 

credits Pocket First Aid and CPR 

from Jive Media with saving his 

life. While trapped in the rubble of 

a collapsed hotel in Port-au-Prince, 

Woolley used the instructions 

provided by the app to treat his 

wounds and manage his situation 

until rescue workers found him more 

than 60 hours after the quake. 

(Levs, 2010)
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the likelihood that those needs can be addressed. Many preparedness and 
response professionals emphasize that all response is local—active participa-
tion in social media helps everyone involved in the response meet that goal. 
It is important to note that local agencies and television and radio stations 
have embraced social networking outlets just as readily as their regional and 
national counterparts. Many of these entities have presences on Facebook and 
Twitter and have developed their own specialized apps for providing weather 
alerts, emergency information, and other news to their constituencies. 

There are a number of social networking platforms, and as with most 
technology, new applications are continually introduced. Those highlighted 
in this chapter were chosen because they have a significant user base and 
have been utilized by the preparedness and response communities. 

Facebook
Facebook provides an excellent illustration of the symbiotic relationship 
between mobile technologies and social networking. From its launch in 
February 2004, the Facebook community has grown to over one billion 
active users today. With the introduction of Facebook Mobile in April 2006, 
statistics now reflect that 945 million users access the community through 
mobile devices, and these users are more active than those users who visit 
the community through other means (“Facebook Key Facts,” 2014). In a sur-
vey conducted by the American Red Cross, over 58 percent of respondents 
were Facebook users compared to YouTube’s distant second at 31 percent. 
Perhaps even more significant, survey results indicated that 14 percent 
have used Facebook to obtain information about a disaster or emergency 
situation, 75 percent have provided information about emergencies or 
“newsworthy events” via their Facebook pages, and 86 percent would use 
Facebook to update friends and family about their safety in an emergency 
(American Red Cross, 2010). 

Individuals are using Facebook to share real-time information with 
friends and family as well as to reconnect with individuals when relation-
ships have been interrupted. Facebook can facilitate sharing information 
about emergencies, initiate responses to calls for help or assistance, provide 
aid in locating people who are missing, and determine if friends and family 
are safe. Many agencies and organizations are also utilizing the vast Face-
book network to provide information about themselves, including photos, 
videos, and events. The organizations and the visitors to their pages can 
monitor an ongoing dialogue through visitor comments and those indicat-
ing they “like” a particular post.

Youtube
Launched officially in December 2005, YouTube’s video-sharing platform 
now supports monthly views of over six billion hours of video, with more 
than 100 hours of video being uploaded every minute. More than one billion 
unique users visit YouTube every month (“YouTube Statistics,” 2014). Users 

National Weather Service 
Posting Information

The National Weather Service, which 

has more than 218,000 “likes,” 

uses Facebook as a supplemental 

channel for improving weather 

awareness. Postings to the 

Facebook page highlight activities 

of interest and importance to 

both the weather community and 

the public, and they include NWS 

meetings, constituent and partner 

engagement activities, and public 

education efforts. Questions or 

comments about local forecasts or 

local advisories/watches/warnings 

need to be submitted to the issuing 

local Weather Forecast Offices. The 

local Weather Forecast Offices are 

listed at http://www.weather.gov/

organization.php.
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can search or browse for videos, upload their own creations, and establish 
their own YouTube channel by setting up a free account. The mobile version 
of YouTube allows users to record and upload videos directly from their 
phones in addition to the search and commenting features provided in the 
standard environment. 

Eyewitness accounts of natural disasters and other emergency situations 
are easily found on YouTube, with the more dramatic videos, such as those 
captured during the 2011 Japan earthquake/tsunami and Hurricane Sandy 
in 2012, having billions of views. For organizations and agencies involved in 
preparedness and response YouTube also provides a free, accessible platform 
to disseminate timely and accurate safety information, how-to videos, and 
other content. 

twitter
As the most popular microblogging application, Twitter is all about informa-
tion exchange, allowing users to follow conversation streams that they find 
interesting. Users can also contribute to these online conversations through 
tweets, with each tweet consisting of 140 or fewer characters. Finding 
updates or tweets about a particular event or those generated by a specific 
organization is easier through the use of “hashtags.” Hashtags are created 
by placing a pound sign (#) in front of a word in your tweet. The hashtag 
then becomes a link that allows anyone reading that tweet to easily find all 
of the other tweets that include the same hashtag. In addition, hashtags can 
be used as search terms. 

There are also a number of applications that allow users to customize 
their Twitter experience. Mobile.twitter.com allows users to experience 
Twitter on any mobile device. Although Tweetdeck began as a third-party 
application, it has been acquired by Twitter and offers users the ability to 
coordinate updates for a number of social networking interfaces, including 
Twitter, Facebook, LinkedIn, and Foursquare, as well as flexible organization 
options. Twitpic makes it easy for users to share real-time photos and videos 
via Twitter by posting through a mobile device, the Twitpic site, or e-mail.

In the context of disaster preparedness and response, Twitter may be the 
most heavily used social networking tool because it gives users the ability 
to immediately transmit pictures and text from the scene as well as provide 
real-time updates about locations to avoid, where to obtain services, and 
how to donate money or supplies.

Other Tools

A number of tools are emerging that facilitate the transformation of  
raw data, through crisis mapping and other techniques, into actionable 
information for individuals responding to an emergency. While being able 
to identify trends from user-generated data holds a great deal of promise for 

Hurricane Preparedness on 
YouTube

The National Hurricane Center has 

produced a series of YouTube videos 

for National Hurricane Preparedness 

Week. The series of seven public 

service announcements includes 

a historical overview of hurricane 

activity; reviews of hurricane 

hazards such as storm surges, winds, 

and flooding; and the importance 

of a preparedness plan and safety 

tips. In addition to being available 

on YouTube, links to the videos 

and other hurricane preparedness 

information are highlighted on the 

Center’s website at http://www.nhc 

.noaa.gov/prepare/.

Crisis Information on Twitter

The crash of U.S. Airways Flight 

1549 into the freezing waters of New 

York’s Hudson River near midtown 

Manhattan on January 15, 2009, 

illustrates how Twitter can be utilized 

in a crisis. Minutes following the crash, 

Twitter user Janis Krums, who was on 

a passenger ferry near the crash site, 

took a photo of the downed plane and 

posted it to Twitpic. Krums tweeted, 

“There’s a plane in the Hudson. I’m on 

the ferry going to pick up the people. 

Crazy.” Thousands of people viewed 

the photo and created links to the 

image while many others responded 

to his tweet by posting comments 

via Twitter. Krums was in an ideal 

position and equipped with the tools 

and expertise necessary to begin the 

flow of information about this disaster 

immediately. Thanks to the quick 

instincts of the pilot and crew as well 

as the rapid coordination of rescue 

efforts, injuries were minimized and no 

lives were lost. 

(Johnston and Marrone, 2009)
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the public health, preparedness, and response communities, it is important 
to note that a 2012 survey of state, county, and local emergency personnel 
reflected that many remain unfamiliar with these types of resources (Su, 
Wardell, and Thorkildsen, 2013).

Google trends/Google Flu trends
Google Trends examines a subset of searches to determine how many 
searches have been conducted for the terms entered in relation to the total 
number of Google searches done over time. Graphical representations of 
the search volume are then displayed along with a graph that shows the 
number of times the terms were included in Google News stories. When 
Google Trends detects an increase in the number of news stories that con-
tain the search term(s) the headline of a story is displayed. An interesting 
public health application of Google Trends is illustrated by Google Flu 
Trends (2014). By analyzing search terms entered by users that were related 
to influenza and then comparing these query counts with surveillance data 
collected by the Centers for Disease Control and Prevention, researchers 
discovered that search queries were good predictors of when and where 
flu was present (Ginsberg et al., 2009). While more research needs to be 
conducted, analyzing user-generated data may enhance the predictive 
capability of responses to pandemics and crises and provide valuable lead 
time for responders.

Ushahidi
Ushahidi, a Swahili word meaning witness or testimony, is a free, open 
source platform that was created initially following post-election violence in 
Kenya early in 2008. Ushahidi now has a growing community of developers 
who are expanding and tailoring its functionality to a variety of applications 
and uses. Ushahidi’s basic tenets are that the platform is easy to use, acces-
sible to anyone, and deployable worldwide. Information can be gathered 
from any digital device and submitted in the form of a text message, videos 
or photos, or more lengthy reports. Once the information is submitted it is 
displayed in almost real time on an interactive map. “The Ushahidi engine 
is there for ‘everyday’ people to let the world know what is happening in 
their area during a crisis, emergency, or other situation. Bringing awareness, 
linking those in need to those who can assist, and providing the framework 
for better visualization of information graphically” (“Ushahidi 1-Pager,” 
2014: 2).

Crowdmap is a hosted system that allows anyone to implement Ushahidi 
without having to install the platform on his or her own web server. A third 
extension of Ushahidi is SwiftRiver, a free, open source platform designed 
to help anyone manage the huge amount of information that is generated 
through multiple data streams in the immediate aftermath of a crisis or 
disaster. SwiftRiver facilitates the ability to categorize, filter, and verify 

Storm Damage Displayed 
with Crowdmap

Crowdmap was deployed in Vermont 

to document the extensive flooding 

following Hurricane Irene in 

August 2011. Specific instructions 

are available on the main page 

(http://vtirene.crowdmap.com/) 

to encourage everyone to report 

damage from the storm. The site 

also encourages those providing aid 

to post information about where 

assistance can be obtained and 

those in need can request help. 

All information can be displayed 

graphically on a map, and the 

site also allows users to browse a 

chronological list of incidents in 

addition to information from official 

organizations and news agencies. 
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information from a variety of sources, including Twitter, text messages, and 
e-mail (“The SwiftRiver Platform,” 2014).

Foursquare 
Foursquare is one example of a location-based service that utilizes the 
global positioning system (GPS) functionality of smartphones. Users can 
easily share their location and information about their current surroundings 
with friends through an app or text messaging. Current figures reflect that 
Foursquare has over 45 million users around the world and that these users 
are “checking in” more than 5 billion times per day (“About Foursquare,” 
2014). Businesses are also using tools like Foursquare to reach existing and 
potential customers; their practices could be adopted by preparedness and 
response organizations to deliver and collect crucial information before, 
during, and after a crisis. The utilization of location-based services in times 
of crisis or following a disaster could facilitate the mobilization of volunteers 
and supplies, guide responders to problem areas or to people in need of 
assistance or rescue, and provide real-time, on-the-ground information to 
other people in the affected geographic area.

Challenges 

While the benefits are many, incorporating social networking into a unified 
response is not without its challenges. In an article published in the New 
England Journal of Medicine, Merchant, Elmer, and Lurie (2011) provide a 
concise overview of issues that the preparedness and response community 
need to keep in mind with regard to the implementation and integration 
of social media data and mobile technologies. While it is evident that use 
of these devices and services is growing at an exponential rate, there still 
may be areas where access is limited and with populations that could also 
be classified as high risk and in need of services. 

Authenticating information from unofficial channels such as Twitter or 
Facebook is a concern as well. How does an agency confirm that information 
shared by the public is correct? Identifying effective and efficient ways to 
filter the flood of information and isolating those pieces which are action-
able is a genuine cause for concern. Privacy and confidentiality also have to 
be considered when monitoring social media outlets and then potentially 
sharing the information with a broader audience. As Maron noted in a 2013 
article published in Scientific American, Hurricane Sandy provided a real-
world laboratory to examine the flow of inaccurate information through 
social media channels following a disaster. In an attempt to mitigate the 
effect of any misinformation, FEMA established Rumor Control (http://m 
.fema.gov/sandy-rumor-control) following Sandy and has since used the 
tool in other disasters.

Industry Responses to 
Mobile Infrastructure 
Challenges

Questions surrounding the adequacy 

of the mobile network infrastructure 

during a crisis are certainly valid. 

Being able to fully utilize these tools 

in the periods of extreme usage often 

seen in disasters is critical. Industry 

is responding to these concerns 

in a variety of ways. For example, 

Verizon has developed a high-tech 

menagerie, namely GOATs, COWs, 

and COLTs, to bolster the essential 

infrastructure in high-demand 

situations. A GOAT, or Generator 

On A Trailer, is employed in power 

outages or when the existing power 

supply is inadequate. A COW, or Cell 

On Wheels, enables the company 

to boost cell phone coverage 

temporarily in an area where many 

customers are congregating, as 

they might in the event of a disaster. 

Similar to the COW, a COLT, or Cell On 

a Light Truck, provides or expands 

network coverage quickly and is ideal 

for remote or rural areas. 

(Miller, 2011)
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Another approach to address the overwhelming flood of data produced 
by an emergency situation is to utilize Virtual Operations Support Teams 
(VOSTs). Each team is typically composed of both emergency management 
professionals and volunteers who provide data curation and analysis services 
to colleagues responding in the field. If multiple VOSTs are involved in a 
response, a Virtual Operations Support Group (VOSG) may be established 
to coordinate the efforts of the various VOSTs (Reuter, 2012). Blum and 
colleagues (2013) illustrate how VOSTs can be incorporated into emergency 
response efforts and highlight specific roles these individuals can play.

Rigorous research is needed to evaluate the use and effectiveness of 
utilizing social networking and mobile technologies in preparedness and 
response activities. Outcomes data is essential to identify those technolo-
gies which provide an adequate return on investment and positively impact 
preparedness and response efforts (Merchant, Elmer, and Lurie, 2011). 
Developing a system to cumulate the flood of information, document the 
lessons learned while the event is ongoing, and synthesize the information 
so that assistance can be dispatched is critical as well.

Finally, a huge challenge is the dynamic nature of mobile technologies 
and social media. Organizations and individuals alike struggle with how to 
keep up, realizing that the hot new app or platform today may disappear 
without a trace tomorrow. How should the preparedness and response com-
munity utilize and manage the tools currently in use but still keep their eyes 
on the horizon and be ready to adapt to changing technologies? How can 
libraries assist both users and responders with these needs? While these are 
not easy questions to grapple with, it is clear that waiting for a single stan-
dard or the “perfect” tool is not an option. Individuals and agencies must 
acquaint themselves with the possibilities and begin to experiment with and 
use these tools so that when a crisis occurs the learning curve is small and 
the appropriate technologies can be implemented quickly.

Conclusion

Because mobile technologies and social media are now embedded in the 
everyday routines of millions, the integration of these tools into prepared-
ness, response, and recovery activities will continue. Evidence already exists 
illustrating that ordinary citizens are better equipped to engage at all levels 
of the process and that professionals are utilizing these tools to connect 
with more people, deliver more services, and disseminate more accurate 
information quickly and efficiently in times of crisis. The use of mobile 
technologies and social media fosters an environment where the whole- 
community approach to preparedness and response can flourish. Individuals 
from all walks of life can participate and contribute to finding and delivering 
solutions to problems, and participation at some level by more people is 
certainly a reasonable expectation with the proliferation of these tools. By  
leveling the playing field, many now have a place at the table and, as a result, 
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responsibility is distributed and shared. While some hurdles exist with the 
implementation and integration of these tools, the benefits seem to outweigh 
the risks. Experience has shown that communities are stronger when they 
stand together in the face of adversity, and mobile technologies and social 
media tools excel at bringing people together. 
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When a disaster strikes “all hands are needed on deck,” but unfortunately 
this possibility is often the exception rather than the rule. If the disaster is 
widespread, many employees, including key members of the disaster recov-
ery team, might be unavailable because of mandatory evacuation, personal 
property loss, depression or anxiety, personal injury, or lack of child care, 
basic utilities, and transportation. One way to alleviate the possibility of 
extended absences is to ensure that all staff members have a personal pre-
paredness plan for home and family. Planning ahead can help to mitigate 
the effects of a disaster in many ways, including saving lives, protecting 
property, ensuring a speedier recovery, and supporting good mental health. 
Many national, regional, and local agencies have valuable resources to assist 
in personal preparedness, and these resources are often focused on the areas 
listed earlier. Disasters can be personally devastating and can keep valuable 
staff out of the library for long periods of time; as a result, every library’s 
COOP plan should include a section on personal preparedness to decrease 
the possibility that important staff members will be unavailable during a 
crisis. This chapter begins by outlining the basic steps for individual pre-
paredness and response and then introduces a variety of potential threats 
and library stories relevant to those threats. 

Create a Kit

Most national agencies that deal with disasters and disaster planning rec-
ommend having on hand a basic emergency supply kit. Every household 
should contain adequate supplies to ensure that occupants can survive 
without assistance for some period of time. According to Ready America, 
the American Red Cross, and other reputable agencies, a basic kit should 
include the items discussed in this section.
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Water
At minimum, store a three-day supply of water per person based on at least 
one gallon of water per person per day for drinking, cooking, and sanitation. 
Children, nursing mothers, residents in warm climates, and people who are 
ill may need more water. Water should be stored in tightly sealed plastic 
containers. Prior to a disaster people will often fill bathtubs with water to 
be used for sanitation purposes. 

Food
At all times maintain a three-day supply of nonperishable foods that require 
no refrigeration or preparation and very little water. Choose items that all 
household members, especially children, will eat. Good foods to have on 
hand include: 

•	 Ready-to-eat canned meats
•	 Fruits and vegetables
•	 Protein or fruit bars
•	 Dry cereal or granola
•	 Peanut butter
•	 Dried fruit
•	 Nuts
•	 Crackers
•	 Canned juices
•	 Nonperishable pasteurized milk
•	 High-energy foods
•	 Comfort/stress foods 

Loss of power can be caused by a variety of events and can take several 
days to restore. Keep in mind that without electricity or a sustainable cold 
source, refrigerated or frozen food can quickly become unsafe. Storing 
adequate quantities of nonperishable food items will ensure that everyone in 
the household receives the proper nutrition. Remember to include a manual 
can opener and eating utensils. 

Personal Preparedness Resources 

• American Red Cross  http://www.redcross.org/

• 2-1-1  http://211.org/

• DisasterAssistance.gov  http://www.disasterassistance.gov/

• Emergency Preparedness and Response (CDC)  http://www.bt.cdc.gov/

• MedlinePlus  http://www.nlm.nih.gov/medlineplus/

• National Weather Service  http://weather.gov/

• Ready.gov  http://www.ready.gov/
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First aid Supplies
Cuts, burns, and other minor injuries are common in emergency situations 
so having basic supplies readily available is a good idea. Be sure to check 
the expiration dates on perishable items and replace as necessary. First aid 
kits should contain the following:

•	 Latex and/or sterile gloves 
•	 Sterile dressings
•	 Cleansing agents such as antibiotic towelettes 
•	 Antibiotic ointment 
•	 Burn ointment 
•	 Adhesive bandages 
•	 Eye-wash solution
•	 Thermometer

Medications
A seven-day supply of any prescription medications should also be included 
in an emergency supply kit. Because some medications, such as insulin, 
need to be kept at a cool temperature, a cooler with ice or dry ice may be 
required. Additionally, nonprescription medications such as pain relievers, 
antidiarrheal agents, antacids, and laxatives are important components to 
include. Other supplies such as scissors, tweezers, and petroleum jelly can 
be useful. Depending on the specific needs of individuals in the household, 
there may be other necessities such as denture supplies, contact lens solu-
tion, or a spare pair of eye glasses. Finally, include medical supplies such as 
glucose and blood pressure monitoring equipment.

Nose, Mouth, and Skin protection 
Air pollutants, such as the development of mold, which frequently accompa-
nies flooding, can severely compromise air quality following a disaster. For 
this reason it is advisable to keep face masks constructed of densely woven 
material on hand. Other materials such as heavy-weight plastic garbage bags 
or plastic sheeting can be used to protect the skin. Duct tape and scissors 
might be needed to shape the materials to fit. These materials can also be 
used to block windows, doors, and air vents if the crisis requires occupants 
to “shelter in place.” Work/plastic gloves will provide some protection to 
hands while cleaning up debris in and around damaged areas.

Infant Supplies
Young children have special needs so consider adding the following supplies 
when appropriate: 

•	 Formula and/or powdered milk
•	 Diapers
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•	 Bottles
•	 Medications
•	 Moist towelettes
•	 Diaper rash ointment

electronics equipment and accessories
In this age most individuals consider cell phones to be a necessity even 
under normal conditions. In times of disaster, cell phones provide vital 
communication links, with the ability to send text messages when cell tow-
ers fail. But, a cell phone is only valuable if it is charged. The caveat is that 
some cars will charge a phone even if not turned on and some will not, 
and a shortage of gasoline can negate the positive effect of having a vehicle 
adapter. Because power outages are common in a disaster, explore options 
for charging cell phones and other devices when there is no electricity and 
include any necessary equipment in the emergency supply kit. A high-
speed Internet broadband card can also assist the flow of communication, 
particularly when individuals are geographically displaced because of the 
event. Battery powered or hand-cranked weather radios and AM/FM radios 
can relay valuable information about current conditions and events. Keep 
spare batteries on hand to maintain the connections.

Written Documents
Many important documents should be accessible following a disaster:

•	 Medication lists and pertinent medical records
•	 Proof of address
•	 Deed or lease to home or apartment
•	 Passports 
•	 Birth certificates 
•	 Insurance policies 
•	 Family and emergency contact information 
•	 Extra cash 
•	 Credit cards with available balances 
•	 Maps of the area

It is advisable to keep all of these items in a portable locked box so they can 
be easily located and transported in the event of an evacuation. Copies may 
also be scanned and stored digitally.

Special Needs
Meeting the needs of individuals who are elderly, physically/mentally dis-
abled, or suffering from acute or chronic health conditions requires extra 
planning. Contact local authorities in advance if the person will need spe-
cial assistance in an evacuation. Nationally, the United Way supports a 211 
phone hotline that provides preregistration for evacuation assistance. The 
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Red Cross also suggests that, in addition to the planning outlined in this 
chapter, people with special needs should have a personal support network 
that can help them prepare for and respond to a disaster. A personal assess-
ment, prepared in advance, of tasks that will be handled independently 
along with tasks requiring assistance is particularly important to have on 
hand for anyone with special needs. 

pet Supplies
Pets are an important part of many households, so their needs should be 
considered as well. Be sure to pack appropriate equipment (carrier, collar, 
leash, bowls, etc.), documents (registration/license, medical records), and 
any medications, as well as food and water.

Other Items
The list could go on and on, but additional items useful in most kits include 
flashlights, lanterns, and/or candles; two-way radios; an extra set of house 
and car keys; whistle; matches; rain gear; extra clothing, hats, and sturdy 
shoes; duct tape; liquid household bleach; entertainment items; and blankets 
or sleeping bags.

Make a Plan 

The risk of a major disaster in any geographic area can be estimated using 
the risk assessment methods introduced in chapter 1. Always keep in mind, 
however, that a disaster can occur anytime and anyplace. For example, in 
the spring of 2011 unusual tornadoes struck both Minneapolis, Minnesota, 
and Springfield, Massachusetts, causing widespread damage and injuries. 
Because it is very likely that all family members will not be together when a 
disaster strikes, it is important to plan in advance how everyone will contact 
one another as well as designating a few potential locations for reuniting. 
The following steps will help.

Communications
Identify an out-of-town family member or friend as the primary contact 
person. Often following a disaster it is easier to place a long-distance call 
than to call across town, so this individual might be in a better position to 
facilitate communication and provide status updates. Be sure that every fam-
ily member has an up-to-date phone list and is equipped with a cell phone. 

Add important emergency numbers to the list of contacts in all phones 
and group these individuals under ICE (In Case of Emergency). Emergency 
personnel will often check ICE listings in crises to connect with emergency 
contacts. Make sure family and/or friends are aware they are listed as ICE 
contacts. Because text messages are often transmitted during network  

Hurricane Season is here. Now is the 

time to gather supplies and organize 

important information so you and 

your family are prepared in case of a 

storm or other disaster. 

Our 2-1-1 Texas/United Way 

HELPLINE is the information 

resource before, during, and after a 

disaster. We connect people in need 

with critical services 24 hours a day, 

seven days a week. 2-1-1 has up-to-

the-minute information available for 

those affected by natural disasters 

and for those looking for help with 

basic needs.

United Way of Greater Houston’s 

2-1-1 call center facilitates the Special 

Transportation Registry created 

by the State of Texas to gather 

critical information from people 

who have special needs and may 

require assistance in the event of an 

evacuation order. 

“People who will require 

transportation assistance during an 

evacuation are urged to call 2-1-1 as 

soon as possible and sign up with the 

Transportation Assistance Registry,” 

says David Jobe, director of 

Information and Referral for United 

Way. “The registry allows state and 

local officials to better coordinate 

transportation needs once a disaster 

occurs.”

As hurricane season 2011 gets 

under way, we encourage you to take 

advantage of the helpful guides on 

our website to organize your contact 

information (don’t forget names and 

phone numbers of doctors, dentists, 

and other health professionals), 

gather important supplies, and 

create a personal disaster plan for 

you and your family. 

(Reprinted from United Way of 
Greater Houston, 2011) 

Hurricane Season  
Begins June 1
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disruptions when cell phone calls cannot be completed, make sure all family 
members are comfortable with text messaging. Be aware that, depending 
on individual contracts and providers, there may be additional charges to 
use text functions.

Subscribe to alert services provided by local communities, Community 
Emergency Response Teams, universities, school districts, and employers. 
These services automatically send an e-mail or a text and/or call subscribers 
to relay information about everything from weather alerts, road closures, 
and school closures to other local emergencies.

Deciding to Stay or Go
All household members should discuss the criteria that will help them 
decide whether to evacuate in the event of a disaster. If evacuation zones are 
prescribed for the entities responsible for managing a disaster, this decision 
will be easy. Either way, all family members should understand the plan for 
both scenarios. Local media such as television and radio, along with the 
subscribed alert services mentioned previously, can assist in making this 
important decision.

While there are many resources that can be used to help create a personal 
preparedness plan, one that is recommended is the Family Emergency 
Plan made available through the Ready America website at http://ready 
.adcouncil.org/fep/.

Specific Threats

So far, this chapter has emphasized the importance of personal preparedness 
to improve the likelihood that employees are safe and available if disaster 
strikes the library. Focus shifts now to an overview of specific threats and  
includes a number of lessons learned, shared by libraries that have responded 
to these threats. 

Iowa Flooding

In June 2008 record flooding in Iowa caused billions of dollars in damage and 

impacted more than 300 communities. The Cedar River crested in Cedar Rapids 

at over 31 feet, nearly 20 feet above flood stage and 12 feet higher than the 

historic flood of 1993. Nine rivers in Iowa reached all-time record flood levels, 

and 85 of the state’s 99 counties were declared disaster areas. Several major 

libraries and museums were affected, and a number of cultural institutions 

were devastated. Fortunately, training and long-established networks greatly 

enhanced our ability to respond to the unprecedented flooding. 

The Main Library on the University of Iowa (UI) campus sits along the Iowa 

River and experienced minor flooding, although the library was still closed for 

several weeks to repair damage to equipment and the building. Thanks to quick 

DhS and hhS Can Further 
Strengthen Coordination 
for Chemical, Biological, 
radiological, and Nuclear risk 
assessments
The anthrax attacks of 2001 and 

more recent national reports have 

raised concerns that the United 

States is vulnerable to attacks with 

chemical, biological, radiological, 

and nuclear (CBRN) agents. Because 

of the potential consequences of 

such attacks, members of Congress 

have expressed the need for the 

Departments of Homeland Security 

(DHS) and Health and Human 

Services (HHS) to coordinate in 

assessing risks posed by CBRN 

agents. GAO [Government 

Accountability Office] was asked 

to examine how DHS and HHS 

coordinate on the development 

of CBRN risk assessments and 

the extent to which they have 

institutionalized such efforts. GAO 

examined relevant laws, presidential 

directives, collaboration best 

practices, and internal control 

standards; analyzed DHS and 

HHS CBRN risk assessments; and 

interviewed DHS and HHS officials. 

(Reprinted from U.S. Government 

Accountability Office, 2011)

National Preparedness
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action by library staff members prior to the flooding, employees and equipment 

were relocated before the flood and services resumed one week after the flood. 

Other campus libraries and buildings, as well as libraries and cultural institutions 

throughout the region, received major flood damage. The staff at the UI libraries 

learned valuable lessons from this experience. 

Managing a Disaster
  1.   The ideal, of course, is to have an up-to-date disaster plan complete with a list 

of contacts and a disaster response company on contract ahead of time with at 

least some specifics worked out. At minimum, have a list of companies on hand.

  2.   Keep a log or journal during the response and recovery period. Record 

names and phone numbers of those involved, at least those involved in 

major decision making, and record decisions made.

  3.   An important part of a recovery process is careful planning. Planning can be 

done while waiting to be allowed back into the building or area. Staff needs 

to be in agreement as to who is in charge of what. Assignments can be made: 

Who will coordinate the overall response effort? Who will work with the media, 

volunteers, and the insurance company? Who will be responsible for what 

area or collection type? Storage for salvaged material will need to be located. 

Transportation for collections needs to be secured. Collection priorities need to 

be reviewed. Ideally, everyone will meet with the disaster response company in  

a sit-down meeting to introduce one another and review the overall strategy. 

It’s very important that everyone is on the same page before beginning the 

recovery process. Participants will be stressed to the max, and the situation will 

keep changing. Having a common understanding of goals and directions will 

greatly assist during this very trying part of the recovery process. 

  4.   Sharing, instead of competing for, resources will enhance a recovery process. 

When the disaster response team could not get into the National Czech and 

Slovak Museum and Library, they moved to the African American Museum of 

Iowa. The team worked to keep salvage operations going at both museums. 

Supplies were shared. Strategies learned at one site were used at the other. 

When members of the teams met with the disaster response company to 

coordinate the recovery efforts, the company not only agreed to work for 

both museums but offered to give a group discount. Later, they agreed to let 

us put out a call for other entities to share the freezer truck space. 

  5.   A key piece of the planning process is identifying who has the power to get 

you into the disaster area and into a building. 

  6.   At the very beginning of the process, advise staff that plans will constantly 

change and that many decisions will be made on the fly. 

  7.   Follow all the disaster response steps—ensure the building is stable before 

entering; assess damage before going to work; establish salvage priorities; 

divide into teams; assign a coordinator; keep the disaster recovery service 

in the loop; assign one or more individuals to handle public relations, insur-

ance agents, and volunteers; document conditions of the collections and 

building structure as best you can; and practice safety at all times. 

  8.   Have the insurance agent, lawyer, board president, or whoever will be mak-

ing money decisions on-site as soon as possible. If they can see the damage 

first hand, they’ll be more inclined to help and more receptive when money 

requests come in. They’ll be able to advise and assist with the steps you’ll 

need to take to secure reimbursement.
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AAR (after-action review), 29
“About Foursquare” (Foursquare), 65
active shooter

Emergency Response Table, 30
identification of possible hazards, 9
incident at Virginia Tech, 60
library planning for, 25
policy, need for, 2–3
risk of, 79
at Texas Medical Center Library, 2–3
Texas Medical Center Library Active 

Shooter Checklist, 81
ADR Data Recovery, 123
advance warning risks, 20–25
Aeroscopic Environmental, 123
after-action review (AAR), 29
Aggreko, 123
Agility Recovery Solutions, 123
AIC (American Institute for Conservation 

of Historic and Artistic Works), 118
Air Quality Sciences, Inc. (AQS), 123
ALA. See American Library Association
alert services, 60, 74
Alfred P. Murrah Federal Building, 

Oklahoma City, 79
American Freeze-Dry Operations, Inc., 123
American Institute for Conservation of 

Historic and Artistic Works  
(AIC), 118

American Interfile and Library Services, 124
American Library Association (ALA)

FEMA policy for libraries as temporary 
relocation facilities, 91

link for, services of, 118
on planning for public health events, 

21–22
preparedness and response resources, 

43
American Medical Aid (app), 128

American Psychological Association
on help from psychologists in crisis, 

110, 111
on responses to disaster/other traumatic 

event, 112, 113
American Red Cross

on apps for disaster preparedness and 
response, 61

Emergency Social Data Summit, 60
Facebook survey, 62
link for, services of, 118
personal preparedness resources, 70
role in risk assessment, 8
Shelter View (app), 128

“America’s Most Expensive Natural 
Disasters” (Woolsey), 20

Americold, 124
“Amerithrax” investigation, 77
AMIA (Association of Moving Image 

Archivists), 118
Amigos Library Services, 42, 118
ANSUL, 124
anthrax, 77
AP&G (Atlantic Paste and Glue 

Company), 124
apps

for disaster preparedness and response, 
61

resources for, 128–131
for Twitter, 63

APS (Art Preservation Services), 124
AQS (Air Quality Sciences, Inc.), 123
Archival Products, 124
Archivart, 124
Area on Emergency Preparedness and 

Disaster Relief (website), 115
ARSC (Association for Recorded Sound 

Collections), 118
Art Preservation Services (APS), 124
assets, inventory of, 13
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Association for Recorded Sound Collections 

(ARSC), 118
Association of Moving Image Archivists 

(AMIA), 118
Atlantic Paste and Glue Company (AP&G), 

124

B
Bacharach, Inc., 124
backup library

contact information in SCPReP, 58
guidelines for setting up, 39, 42
Memorandum of Understanding Relating 

to Core Resources and Services 
Following a Disaster, 40–41

backup system
identification of critical, 13
for prevention of loss of connectivity, 38
setting up, 42

Balboa Art Conservation Center (BACC), 
118

Barracuda Networks, 124
Becker, Samantha, 37
BELFOR USA, 12, 44, 124
Bellaire (Texas) Public Library, 93–94
Bengtsson, L., 60–61
biological attacks, 76
Blackmon Mooring Steamatic (BMS), 125
Blackmon-Mooring-Steamatic Catastrophe, 

Inc. (BMS-CAT), 44
blackouts, 76
Blast, Inc., 125
blogging, 63
bomb threat

Emergency Response Table, 30
risk of, 79
University of Virginia Health Sciences 

Library Telephone Bomb Threat 
Checklist, 80

Bougard, Renée, 98
Breighner, Mary, 5
Business Services Manager, 51

C
California State University, 26
campus-wide alerting system, 60
Canadian Association of Professional 

Conservators (CAPC), 119
Canadian Conservation Institute (CCI), 119
CBL Data Recovery Technologies, Inc., 125
CCAHA (Conservation Center for Art and 

Historic Artifacts), 119
CDC. See Centers for Disease Control and 

Prevention
Cell On a Light Truck (COLT), 65
Cell On Wheels (COW), 65
cell phone

for communication after disaster, 73–74

communication plan in SCPReP, 51, 54
for emergency supply kit, 72
texting with, 60–61
tips for communicating before, during, 

after disasters, 55
See also mobile technologies

Centers for Disease Control and Prevention 
(CDC)

Emergency Preparedness and Response, 
116

Google Flu Trends and, 64
H1N1 pandemic and, 36–37
Mobile CDC, 131
PSAs via text messages, 61

CERT. See Community Emergency Response 
Team

Chan, Margaret, 22
checklists

disaster restoration partners, checklist for 
identifying, 10

Texas Medical Center Library Active 
Shooter Checklist, 81

University of Virginia Health Sciences 
Library Telephone Bomb Threat 
Checklist, 80

chemical, biological, radiological, and 
nuclear (CBRN) agents

anthrax, 77
national preparedness for, 74

chemical or toxic leaks, 76
CHEMM (Chemical Hazards Emergency 

Medical Management), 115
Chicora Foundation, Inc., 119
children’s resources and services, 96
Christchurch, New Zealand, earthquakes in, 

77–78
Chubb Services Corporation, 125
Claude Moore Health Sciences Library at the 

University of Virginia, 42
Code Blue (Polygon), 12
Cohrs, Mary Alford, 93–94
collection recovery, priority list for, 53, 56
Cologne Archives, Cologne, Germany, 19
COLT (Cell On a Light Truck), 65
Command or Joint Information Center, 95
commercial consultants, 123–127
commercial salvage and recovery companies, 

44
communication

communication plan in SCPReP, 51, 52, 
54

electronics equipment/accessories for 
emergency supply kit, 72

for events with little advance warning, 24
in Hurricane Jenny scenario, 106
library disaster team roles/contact 

information in SCPReP, 51
mobile technologies for disaster 

preparedness/response, 59–61

in personal preparedness plan, 73–74
social networking for disaster 

preparedness/response, 61–63
tips for communicating before, during, 

after disasters, 55
community emergency management office, 8
Community Emergency Response Team 

(CERT)
librarians as CERT volunteers, 97–98
role in risk assessment, 8
training notice, 99

community supporters, librarians as, 95–96
Complete Home First Aid (app), 128
comptroller/accountant, 6
connectivity, 37–38

See also Internet connectivity
Conney Safety, 125
Conservation Center for Art and Historic 

Artifacts (CCAHA), 119
conservation centers. See library networks/

conservation centers
Conservation Online (CoOL), 116
consultants

commercial, 123–127
governmental or organizational, 118–123

contact information
communication plan in SCPReP, 51, 54
institutional contacts in SCPReP, 50
library disaster team roles/contact 

information in SCPReP, 50–51
for outside assistance, in SCPReP, 57–58
in personal preparedness communication 

plan, 73–74
Continuity of Operations (COOP) plans

active shooter policy, need for, 2–3
analysis of current capabilities/hazards, 12
continuity capability elements of, 1–2
definition of, 1
library’s role in crisis, 3
risk assessment, steps in, 5–14
risk assessment process, 4–5

CoOL (Conservation Online), 116
cooperative engagement

conclusion about, 112
earthquakes, Drop, Cover, and Hold On 

instructions, 108, 109
food safety during emergency, 107
Hurricane Jenny scenario, 104–108
introduction to, 103
library at high state of readiness, elements 

of, 105
Marshall City earthquake scenario, 

108–111
psychologists, support in crisis from, 110, 

111
public health surveillance tools—

hurricanes, 104
responses to disaster/other traumatic 

event, 112, 113

53319_CH11_BM_IDX_p135-144.indd   136 6/26/14   12:51 PM



137

Index

service continuity planning, ten-step 
approach, 104

state of emergency, definition of, 106
core services, 15
Cosper-LeBoeuf, Mary, 104
Council of State Archivists (CoSA)

link for, services of, 119
PReP, 12, 49

Council of State Historical Records 
Coordinators (COSHRC), 119

COW (Cell On Wheels), 65
cross-training, 34–36
Crowdmap, 64
Crowley Company, 125
Curzon, Susan, 26
Cutting Corporation, 125
cyberterrorism, 26

D
Data Retrieval Phoenix, 125
debris flows (lahars), 86–87
denial, 112
Dickerson, Lon, 104
DIMRC (Disaster Information Management 

Research Center), 109, 119
Director of Collection Management, 51
Director of Information Services, 51
Director of Technology, 51
disaster

library’s role in crisis, 3
service interruption, events causing, 4
time to prepare/no time to prepare, 103

Disaster Information Management Research 
Center (DIMRC), 109, 119

Disaster Mitigation Planning Assistance 
Website, 116

disaster plan, 17
See also one-page service continuity plan

Disaster Prep (app), 128
disaster preparedness, response, and 

recovery
mobile technologies for, 59–61
nontraditional roles of librarians after 

disaster, 96–102
social networking for, 61–63
traditional roles of librarians after disaster, 

92–96
Disaster Preparedness for People with 

Disabilities, 116
disaster restoration partners, checklist for 

identifying, 10
disaster team, 50–51
DisasterAssistance.gov, 70, 116
disease, 36–37
displaced persons, 94
Document Reprocessors, 125
documentation

for cross-training, 34, 35
for emergency supply kit, 72

Dorlen Products, Inc., 125
drills, 27–29
Duggan, M., 59, 60
DuPont Safety and Protection, 126
Dust Free, 126

E
EAI (Emergency Access Initiative), 43
Earthquake (app), 128
Earthquake Survival Kit (app), 128
earthquakes

in Christchurch, New Zealand, 77–78
Drop, Cover, and Hold On instructions, 

108, 109
Emergency Response Table, 30
as event with no warning, 26, 103
impact of Northridge earthquake at 

California State University, 26
Marshall City earthquake scenario, 

108–111
risk of, 76

Eastman Kodak Disaster Recovery Program, 
126

ECS (Etherington Conservation Services), 
120

educators, librarians as, 96
electronic format, SCPReP available in, 50
electronic medical resources, 94
electronics equipment/accessories, 72
Elmer, S., 65, 66
Emergency Access Initiative (EAI), 43
Emergency Distress Beacon (app), 128
emergency management cycle, 17
Emergency Management Institute (EMI), 

119
emergency medical services, 8
Emergency Preparedness and Response 

(CDC), 70, 116
Emergency Radio (app), 128
emergency response coordinator, 18
emergency response system, 99–100
Emergency Response Table, 30–31
emergency responses. See responses, 

emergency
Emergency Social Data Summit, 60
emergency supply kit

electronics equipment/accessories, 72
first aid supplies, 71
food, 70
infant supplies, 71–72
medications, 71
nose, mouth, skin protection, 71
personal preparedness resources, 70
pet supplies, 73
recommendation for, 69
special needs, 72–73
water, 70
written documents, 72

EMI (Emergency Management Institute), 119

emotions, 112, 113
environmental disasters, 9–10
EPIC Response, 126
equipment

failure, 4
identification of critical, 13

Etherington Conservation Services (ECS), 
120

evacuation
of Cologne Archives, 19
Emergency Response Table, 30
evacuees at Houston Public Library post-

Katrina, 85–86
family decision about, 74
librarians as information disseminators 

for evacuees, 94
of special needs persons, 72–73
staff responsibilities for, 18

experts, outside, 8–9
explosion

Emergency Response Table, 30
risk of, 79

external resources, 13
EZ Radar (app), 128

F
face masks, 71
Facebook

apps for alerts/communication, 128
for disaster preparedness and response, 62
for library communication after disaster, 

51
“Facebook Key Facts,” 62
Facebook Mobile, 62
FaceTime, 54
facilities, identification of critical, 13
Family Emergency Plan (Ready America), 74
Farmer, Sandy, 85–86
FBI (Federal Bureau of Investigation), 77
Featherstone, Robin

on Hurricane Dolly, 20, 21
on librarian roles after disaster, 92
on Northridge earthquake, 26

Federal Bureau of Investigation (FBI), 77
Federal Emergency Management Agency 

(FEMA)
communication tips for disaster, 54, 55
earthquake safety instructions, 108, 109
emergency services courses from, 33
on ICS training, 100
library as hub for, 95
link for, services of, 120
mitigation as requirement for funding 

from, 5
NIMS ICS compliance for funding from, 14
policy for libraries as temporary 

relocation facilities, 91
Public Assistance Program, 91
role in risk assessment, 8
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(FEMA) (cont.)

Rumor Control established by, 65
“whole-community” approach supported 

by, 60
“15 Elements Demonstrated by a Library at a 

High State of Readiness” (Wilson), 105
Film Technology Company, Inc., 126
fire

Emergency Response Table, 30
identification of possible hazards, for risk 

assessment, 10
possible events causing service 

interruption, 4
prevention of, 37
as threat, 79
at Zimmerman Library, University of New 

Mexico, 79, 82–83
fire department, 8
first aid supplies, 71
First Choice Drying Equipment Sales and 

Service, 126
first responders

CERT training by, 97–98
library as hub for, 95
training of by librarian, 96

1st Response: Be Prepared (app), 128
FirstEnergy Corporation, 76
5-0 Radio Pro Police Scanner (app), 129
Flaherty, Grace, 84
flash mobs, 25
flooding

communication plan in case of, 51
Emergency Response Table, 30
identification of possible hazards, for risk 

assessment, 9–10
prevention of, 37
at Renne Library, 26
at Sidney Memorial Public Library, 84
as threat, 83
at University of Iowa Library, 74–76

FloodWatch (app), 129
floor plan, 53, 57
Flu.gov, 116
food

for emergency supply kit, 70
food safety during emergency, 107

Forbes.com, 20
Foursquare, 65
Franklin, Benjamin, 36
Fugate, W. Craig, 60
Fukushima, Japan, nuclear accident in, 84, 85

G
Galeras Volcano, Colombia, 87
George R. Brown Convention Center, 85–86
Gerald R. Ford Conservation Center, 120
Getty Conservation Institute (GCI), 120

Ginsberg, J., 64
global positioning system (GPS), 65
GOAT (Generator On A Trailer), 65
Google Flu Trends, 64
Google Mobile, 131
Google Trends, 64
GoToMeeting, 54
governmental consultants, 118–123
GPS (global positioning system), 65
Guttenfelder, David, 84, 85

H
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